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What these notes do  

These Explanatory Notes relate to the Counter-Terrorism and Border Security Act 2019 (c. 3) which 

received Royal Assent on 12 February 2019. 

• These Explanatory Notes have been prepared by the Home Office in order to assist the reader 

in understanding the Act. They do not form part of the Act and have not been endorsed by 

Parliament. 

• These Explanatory Notes explain what each part of the Act will mean in practice; provide 

background information on the development of policy; and provide additional information on 

how the Act will affect existing legislation in this area.  

• These Explanatory Notes might best be read alongside the Act. They are not, and are not 

intended to be, a comprehensive description of the Act. 
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Overview of the Act 
1  The Queen’s speech on 21 June 2017 included a commitment to review the Government’s 

counter-terrorism strategy “to ensure that the police and security services have all the powers 

they need, and that the length of custodial sentences for terrorism-related offences are 

sufficient to keep the population safe”. Part 1 of the Act gives effect to legislative proposals 

arising from the review. The measures in Part 1 will: 

• Amend certain terrorism offences to update them for the digital age, to reflect 

contemporary patterns of radicalisation and to close gaps in their scope; 

• Strengthen the sentencing framework for terrorism-related offences and the 

powers for managing terrorist offenders following their release from custody, 

including by increasing the maximum penalty for certain offences, to ensure that 

the punishment better reflects the crime and to better prevent re-offending; 

• Strengthen the powers of the police to prevent terrorism and investigate terrorist 

offences.  

2  In addition, in response to the poisoning of Sergei and Yulia Skripal in Salisbury on 4 March 

2018 using a military-grade nerve agent of a type developed by Russia, Part 2 of the Act 

provides for a new power to harden the United Kingdom’s defences at the border against 

hostile state activity. 

Policy background 
3  The UK national threat level, set by the independent Joint Terrorism Analysis Centre and the 

Security Service, has been set at SEVERE or higher since 29 August 2014. This means that a 

terrorist attack is “highly likely”. Since the murder of Fusilier Lee Rigby, in May 2013, 26 

Islamist terrorist attacks in the UK have been foiled, and a further four extreme right-wing 

plots have been disrupted since March 2017. But in June 2016 there was the terrorism-related 

murder of Jo Cox MP and, between March and September 2017, London and Manchester 

experienced five terrorist attacks1: 

• Westminster (six deaths including the attacker): On the afternoon of 

Wednesday 22 March 2017, Khalid Masood drove a Hyundai Tucson SUV into 

pedestrians who were crossing Westminster Bridge. Three were killed at the time 

and 32 admitted to hospital, where one died later and several others were treated 

for life-changing injuries. Masood then took two carving knives out of the vehicle 

and fatally stabbed PC Keith Palmer who was on duty outside the Palace of 

Westminster. Masood was shot by armed police and died of his injuries. 

  

                                                           

 

 

1 The synopsis of the attacks at Westminster, Manchester, London Bridge and Finsbury Park are taken from the 
Independent Assessment of MI5 and Police Internal Reviews of the attacks by David Anderson QC, December 2017.   

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/664682/Attacks_in_London_and_Manchester_Open_Report.pdf
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• Manchester (23 deaths including the attacker): On the evening of Monday 22 

May 2017, Salman Abedi detonated an explosive charge in the foyer of the 

Manchester Arena, at the end of a concert attended by thousands of children. 

Abedi was killed in the explosion along with 22 innocent people, 10 of whom 

were aged under 20. A further 116 people required hospital treatment. 

• London Bridge (11 deaths including the three attackers): On the evening of 

Saturday 3 June 2017, three men (Briton Khuram Butt, Moroccan Rachid 

Redouane and Italian/Moroccan Youssef Zaghba) drove a Renault Master van 

into pedestrians on London Bridge, killing two people. Abandoning unused a 

store of Molotov cocktails and wearing dummy suicide vests, they then left the 

van armed with large knives, which were used on an apparently random basis to 

kill six more people in nearby Borough Market and in the vicinity of Borough 

High Street. Armed police arrived within eight minutes and shot and killed the 

attackers. A total of 11 people were killed, and 45 required hospital treatment. 

• Finsbury Park (one death): Shortly after midnight on Monday 19 June 2017, 

Darren Osborne drove a Citroen Relay van into a crowd of worshippers outside 

the Finsbury Park Islamic Centre. Makram Ali, who had been taken ill and was 

lying on the ground, was struck by the vehicle and died soon afterwards. Ten 

other people received hospital treatment for injuries. Osborne was arrested and 

charged with murder and attempted murder; he was convicted on 1 February 

2018 and sentenced to life imprisonment, with a minimum term of 43 years. 

• Parsons Green (no deaths): On the morning of Friday 15 September 2017 an 

explosion occurred on a District line train at Parsons Green Underground Station, 

London. 23 people received burns injuries, some significant; and 28 people 

suffered crush injuries. Ahmed Hassan was arrested in Dover, Kent on 16 

September and charged with attempted murder and causing an explosion likely 

to endanger life or property (contrary to section 2 of the Explosive Substances Act 

1883). He was convicted of attempted murder on 16 March 2018 and sentenced to 

life imprisonment, with a minimum term of 34 years. 

4  Andrew Parker, the Director General of MI5, in a speech on 17 October 2017, described the 

ongoing terrorist treat as “multi-dimensional, evolving rapidly, and operating at a scale and 

pace we’ve not seen before”. In the year to 30 September 2018, there were 317 arrests for 

terrorism-related offences in Great Britain, a relatively high figure when compared with other 

recent years.2 

  

                                                           

 

 

2 Operation of police powers under the Terrorism Act 2000 and subsequent legislation: arrests, outcomes, and stop and 
search, Great Britain, quarterly update to September 2018, Home Office, Statistical Bulletin 29/18. 

https://www.judiciary.gov.uk/wp-content/uploads/2018/02/r-v-osborne-sentencing-remarks.pdf
https://www.judiciary.gov.uk/wp-content/uploads/2018/03/r-vhassan-sentencing.pdf
https://www.mi5.gov.uk/who-we-are-video-transcript
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/762046/police-powers-terrorism-sep2018-hosb2918.pdf
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5  Against the background of this heightened terrorist threat, the Government considered it 

necessary to update and strengthen the legal powers and capabilities available to law 

enforcement and intelligence agencies to disrupt terrorism and ensure that the sentences for 

terrorism offences properly reflect the seriousness of the crimes committed. On 4 June 2017, 

following the London Bridge attack, the Prime Minister announced that there would be a 

review of the Government’s counter-terrorism strategy “to make sure the police and security 

services have all the powers they need”. Subsequently, on 3 October 2017, the then Home 

Secretary announced that counter-terrorism laws would be updated to keep pace with 

modern online behaviour and to address issues of online radicalisation.  

6  The Government’s updated counter-terrorism strategy, published on 4 June 2018, is called 

CONTEST. The aim of CONTEST is to reduce the risk to the UK and its interests overseas 

from terrorism, so that people can go about their lives freely and with confidence. The 

strategy is based around four main areas of work: 

• Pursue: the investigation and disruption of terrorist attacks; 

• Prevent: work to stop people becoming terrorists or supporting terrorism; 

• Protect: improving the United Kingdom’s protective security to stop a terrorist 

attack; and 

• Prepare: working to minimise the impact of an attack and to recover from it as 

quickly as possible. 

The provisions in Part 1 of the Act strengthen powers and capabilities in the Pursue, Prevent 

and Protect workstreams.  

7  The Government separately announced on 22 March 2018 that it would amend the 

Reinsurance (Acts of Terrorism) Act 1993 (“the 1993 Act”) to enable an extension of the cover 

provided by the Government-backed terrorism reinsurer, Pool Re, to include business 

interruption losses that are not contingent on damage to commercial property (HCWS579). 

Section 21 makes the necessary amendment to the 1993 Act. 

8  On 4 March 2018, Sergei and Yulia Skripal were poisoned with Novichok, a military-grade 

nerve agent of a type developed by Russia. The UK Government is certain that the two 

suspects charged for the Salisbury nerve agent attack are Russian Military Intelligence (GRU) 

officers. The attack was almost certainly approved outside the GRU at a senior level of the 

Russian state. In an oral statement on 14 March 2018, the Prime Minister announced that as 

part of its response to the Salisbury incident, the Government would “urgently develop 

proposals for new legislative powers to harden our defences against all forms of hostile state 

activity” (House of Commons, Official Report, column 856). This would include the addition 

of a power to stop, question, search and detain individuals at a UK port or the Northern 

Ireland Border area to determine whether they are, or have been, involved in activity that 

threatens the UK’s national security. Part 2 of the Act provides for such a power.  

Legal background 
9  The principal enactments relating to countering terrorism are the Terrorism Act 2000 (“the 

2000 Act”), the Terrorism Act 2006 (“the 2006 Act”), the Counter-Terrorism Act 2008 (“the 

2008 Act”), the Terrorism Asset-Freezing etc Act 2010 (“the 2010 Act”), the Terrorism 

Prevention and Investigation Measures Act 2011 (“the 2011 Act”) and the Counter-Terrorism 

and Security Act 2015 (“the 2015 Act”).  

https://www.gov.uk/government/speeches/pm-statement-following-london-terror-attack-4-june-2017
https://www.gov.uk/government/news/law-tightened-to-target-terrorists-use-of-the-internet
http://www.parliament.uk/business/publications/written-questions-answers-statements/written-statement/Commons/2018-03-22/HCWS579/
https://hansard.parliament.uk/commons/2018-03-14/debates/071C37BB-DF8F-4836-88CA-66AB74369BC1/SalisburyIncidentFurtherUpdate
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10  Amongst other things, the 2000 Act: 

• Provides for a definition of “terrorism” (section 1, the text of which is reproduced 

at paragraph 100); 

• Provides a power for the Secretary of State to proscribe organisations that are 

concerned in terrorism and sets out associated offences (Part 2); 

• Provides the police with powers to arrest and detain suspected terrorists, and 

powers to search premises, vehicles and pedestrians (Part 5). Schedule 7 provides 

examination powers at ports and borders; and Schedule 8 provides for the 

treatment of suspects who are detained (including the taking and retention of 

fingerprints and DNA samples and profiles) and for judicial extension of the 

initial period of detention; 

• Provides for various terrorism offences (sections 54 to 63), including the 

collection of information likely to be useful to a person committing or preparing 

an act of terrorism (section 58) and eliciting, publishing or communicating 

information about members of the armed forces etc. (section 58A), and for the UK 

courts to have jurisdiction in respect of certain terrorism offences committed 

abroad by UK nationals or residents (sections 63A to 63E). 

11  Provisions in the 2006 Act relevant to this Act include: 

• Further terrorism-related offences, including encouragement of terrorism (section 

1) and dissemination of terrorism publications (section 2); 

• A duty on the Secretary of State to appoint a person to review the provisions of 

the 2000 Act and Part 1 of the 2006 Act.3  

12  Amongst other things, the 2008 Act: 

• Provides for a court, when sentencing an offender convicted under the general 

criminal law, to treat a terrorist connection as an aggravating factor (sections 30 

to 33); 

• Makes provision about the notification of information to the police by certain 

individuals convicted of terrorism or terrorism-related offences (Part 4). 

13  The 2010 Act seeks to prevent the financing of terrorist acts by imposing financial restrictions 

on, and in relation to, certain persons believed to be, or to have been, involved in terrorist 

activities. The 2010 Act is not amended by this Act. 

14  The 2011 Act confers powers on the Secretary of State to impose specified terrorism 

prevention and investigation measures on an individual.   

                                                           

 

 

3 The Independent Reviewer of Terrorism Legislation is also responsible for reviewing the operation of Part 1 of the Anti-
Terrorism, Crime and Security Act 2001, the 2008 Act, the Terrorism Asset-Freezing etc Act 2010, the 2011 Act and Part 1 of 
the 2015 Act.   
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15  The 2015 Act includes provision: 

• Enabling the Secretary of State to make a temporary exclusion order to disrupt 

and control the return to the UK of a British citizen reasonably suspected of 

involvement in terrorism activity abroad (Part 1, Chapter 2); 

• Requiring specified bodies (including local authorities, chief officers of police, 

schools and universities and NHS organisations) to have regard, in the exercise 

of their functions, to the need to prevent people from being drawn into terrorism 

(Part 5, Chapter 1). Local authorities are further required to have a panel to 

provide support for people vulnerable to being drawn into terrorism (Part 5, 

Chapter 2). 

16  This Act also amends the following legislation: 

• The Road Traffic Regulation Act 1984 (“the 1984 Act”), sections 22C and 22D of 

which make provision for Anti-Terrorism Traffic Regulation Orders (“ATTROs”) 

under which vehicle or pedestrian traffic can be restricted for counter-terrorism 

reasons.  

• Part 5 of the Police and Criminal Evidence Act 1984 (“PACE”), Part 6 of the 

Police and Criminal Evidence (Northern Ireland) Order 1989, Part 2 of the 

Criminal Procedure (Scotland) Act 1995 (“the 1995 Act”) and Chapter 1 of Part 1 

of the Protection of Freedoms Act 2012 which make provision for the taking, 

retention and destruction of fingerprints, DNA samples and the profiles derived 

from such samples. Further such provision is made in Schedule 8 to the 2000 Act, 

Part 1 of the 2008 Act and Schedule 6 to the 2011 Act.   

• Part 12 of the Criminal Justice Act 2003 (“the 2003 Act”) which, amongst other 

things, enables a criminal court, in England and Wales, to impose an extended 

sentence of imprisonment on a sex or violent offender when certain conditions 

are met (sections 226A and 226B) or a special custodial sentence for certain 

offenders of particular concern (section 236A). 

• Part 11 of the 1995 Act which, amongst other things, enables a criminal court, in 

Scotland, to impose an extended sentence on a sex or violent offender when 

certain conditions are met (sections 210A).  

• Part 2 of the Criminal Justice (Northern Ireland) Order 2008 (“the 2008 Order”) 

which, amongst other things, enables a criminal court, in Northern Ireland, to 

impose an extended custodial sentence on a sex or violent offender when certain 

conditions are met (Article 14).     

• Part 1 of the Serious Crime Act 2007 which makes provision for Serious Crime 

Prevention Orders (“SCPOs”). These orders are intended to be used against those 

involved in serious crime, with the terms attached to an order designed to protect 

the public by preventing, restricting or disrupting involvement in serious crime. 

• The Reinsurance (Acts of Terrorism) Act 1993 (“the 1993 Act”) which authorises 

the payment of money provided by Parliament to enable the HM Treasury to act 

as reinsurer of last resort in respect of insurance for damage to commercial 

property arising from acts of terrorism.  
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Territorial extent and application 
17  Section 26 sets out the territorial extent of the Act, that is, the jurisdictions of which the 

provisions of the Act forms part of the law. The extent of the Act can be different from its 

application. Application is about where a provision of an Act produces a practical effect. 

18  Subject to a number of exceptions, the provisions of the Act extend and apply to England and 

Wales, Scotland and Northern Ireland. The provisions of the Act with a more limited 

territorial extent and/or application are as follows: 

• The extension to Northern Ireland of the provisions in section 30 of the 2008 Act 

which require a court to treat a terrorist connection as an aggravating factor 

when sentencing for a specified non-terrorist offence (Section 8(2) and (3)) – 

extends to the whole of the UK but applies to Northern Ireland only; 

• The addition of certain offences to the list of offences where a court is required to 

consider whether there is a terrorist connection (Section 8(5) and (6)) – extends to 

the whole of the UK but variously apply to England, Wales and Northern Ireland 

only, Scotland only or Northern Ireland only; 

• The amendments made to the provisions of the 2003 Act in respect of extended 

determinate sentences and sentences for offenders of particular concern (Section 

9 and consequential amendments in Part 1 of Schedule 4) – extend and apply to 

England and Wales only; 

• The amendments made to the provisions of the 1995 Act in respect of extended 

sentences (Section 10) – extend and apply to Scotland only; 

• The amendments made to the provisions of the 2008 Order in respect of extended 

custodial sentences (Section 11), together with certain consequential amendments 

in Part 2 of Schedule 4 – extend and apply to Northern Ireland only; 

• The changes to the legislative framework governing the retention of fingerprints 

and DNA profiles - Schedule 2 amends seven enactments some of which extend 

and apply to England and Wales, Scotland or Northern Ireland only; 

• The amendments to the 1984 Act in respect of ATTROs (Section 15) – extend and 

apply to England and Wales and Scotland only; 

• Enabling local authorities to refer persons vulnerable to being drawn into 

terrorism to panels constituted under section 36 of the 2015 Act (Section 20) – 

extends and applies to England and Wales and Scotland only; 

• The amendments to the 1993 Act (Section 21) – extend and apply to England and 

Wales and Scotland only. 

19  Section 6 extends extra-territorial jurisdiction for the offences provided for by sections 12(1) 

and (1A) and section 13 of the 2000 Act, section 2 of the 2006 Act and section 4 of the 

Explosive Substances Act 1883 such that if an individual were to commit one of these offences 

in a foreign country, they would be liable under UK law in the same way as if they had 

committed the offence in the UK. Extra-territorial jurisdiction is limited in respect of the 

section 12(1) and (1A) and 13 offences to UK nationals and residents.  
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20  Section 26(7) to (9) confers powers to extend the application of amendments made by the Act 

to the 2003 Act and 2006 Act to any of the Channel Islands or the Isle of Man, and those made 

to the 2011 Act to the Isle of Man, by Order in Council. 

Commentary on provisions of Act  

Part 1: Counter-terrorism  

Chapter 1: Terrorist offences 

Section 1: Expressions of support for a proscribed organisation 

21  Section 1 amends section 12 of the 2000 Act to make it an offence to express an opinion or 

belief that is supportive of a proscribed organisation in circumstances where the perpetrator is 

reckless as to whether a person to whom the expression is directed will be encouraged to 

support a proscribed organisation. 

22  Under section 3 of the 2000 Act, the Home Secretary may proscribe an organisation if she 

believes it is concerned with terrorism (as defined in section 1 of 2000 Act), that is the 

organisation: 

• commits or participates in acts of terrorism; 

• prepares for terrorism; 

• promotes or encourages terrorism (including through the unlawful glorification 

of terrorism); or 

• is otherwise concerned with terrorism. 

23  Proscribed terrorist organisations are listed in Schedule 2 to the 2000 Act. There are currently 

74 proscribed international terrorist organisations (including Al Qa’ida, Boko Haram, Islamic 

State of Iraq and the Levant (ISIL – also known as Daesh) and National Action) and 14 

organisations in Northern Ireland that were proscribed under earlier legislation.  

24  Section 12(1) of the 2000 Act provides that it is an offence to invite support for a proscribed 

organisation (and the support is not, or is not restricted to the provision of money or other 

property – such conduct is covered by the separate fund-raising offence in section 15 of the 

2000 Act). 

25  The scope of the section 12(1) offence was considered by the Court of Appeal in the case of R v 

Choudhary and Rahman [2016] EWCA Crim 61. The Court of Appeal was clear that a central 

ingredient of the offence was inviting support from third parties for a proscribed organisation 

and that the offence “does not prohibit the holding of opinions or beliefs supportive of a 

proscribed organisation; or the expression of those opinions or beliefs” (paragraph 35 of the 

judgment). This section therefore provides for a new offence which criminalises the expression 

of an opinion or belief that is supportive of a proscribed organisation (the actus reus or criminal 

act) in circumstances where the perpetrator is reckless as to whether a person to whom the 

expression is directed will be encouraged to support a proscribed organisation (the mens rea or 

mental element). The recklessness test is a subjective one, requiring that the perpetrator be 

aware of the risk. The new offence, as with the section 12(1) offence, is not subject to a minimum 

number of people to whom the expression is directed, nor is it limited in terms of applying only 

to expressions in a public place. The new offence is subject to the same maximum penalty as the 

existing section 12 offences; that is, ten years’ imprisonment (section 12(6)).  

http://www.bailii.org/ew/cases/EWCA/Crim/2016/61.html
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Section 2: Publication of images and seizure of articles 

26  Section 2 amends section 13 of the 2000 Act to create a new offence criminalising the 

publication by a person of an image (whether a still or moving image) of an item of clothing or 

an article (such as a flag) in such a way or in such circumstances as to arouse reasonable 

suspicion that the person is a member or supporter of a proscribed organisation. It also 

confers a power on the police to seize clothing or other articles as evidence in relation to the 

existing section 13(1) offence. 

27  Section 13(1) of the 2000 Act makes it an offence to wear clothing, or wear, carry or display 

articles in a public place in such a way or in such circumstances as to arouse reasonable 

suspicion that an individual is a member or supporter of the proscribed organisation. Section 

121 defines a public place as “a place to which members of the public have or are permitted to 

have access whether or not for payment”.  

28  The new offence (inserted by subsection (3)) will apply where an image of the item is 

published in such a way that the image is accessible to the public. This would, for example, 

cover a person uploading to social media a photograph of himself or herself, taken in his 

bedroom, which includes in the background an ISIS flag. It is not clear that the existing 

offence at section 13 would cover these circumstances given the definition of a public place in 

section 121. The new offence is subject to the same maximum penalty as the existing section 13 

offence; that is, six months’ imprisonment (section 13(3)). 

29  Subsection (4) confers a power on a constable to seize an item of clothing (outer garments 

only) or other article, such as a flag or banner, if they reasonably suspect that the item is 

evidence of an offence under section 13(1), and the officer is satisfied that it is necessary to 

seize it to preserve it as evidence.  

30  The power would support the policing of public gatherings at which people display articles, 

or wear clothes or articles, which may arouse a reasonable suspicion that they are members or 

supporters of a proscribed organisation. In some cases, the circumstances may be such that the 

conditions for arrest under the power in section 24 of PACE are not satisfied, in which case the 

power in section 32 of that Act to seize evidence is unavailable because that is contingent on a 

person having been arrested. In other cases, the conditions for an arrest (and subsequent 

evidence seizure) may be satisfied, but police may decide, in all the circumstances, that an 

arrest would not be an appropriate course of action. Instead, the police may choose to report a 

person for summons; that is, the police provide information which alleges the crime before a 

magistrate, resulting in a summons being issued, which requires the accused to attend court 

on a specified day to answer the allegations in the information. In these circumstances, where 

no arrest is made at the time of the alleged offence, the new power confers statutory authority 

for evidence seizure.  

Section 3: Obtaining or viewing material over the internet 

31  Section 3 amends section 58 of the 2000 Act to make it an offence to view by means of the 

internet a document or record of information of a kind likely to be useful to a person 

committing or preparing an act of terrorism, and to clarify the application of the existing 

section 58 offence in relation to online activity. 

32  Under section 58(1) of the 2000 Act it is an offence to: (a) collect or make a record of 

information of a kind likely to be useful to a person committing or preparing an act of 

terrorism, or (b) possess a document or record containing information of that kind. A “record” 

includes a photographic or electronic record (section 58(2)).  

33  Making a record for the purposes of section 58(1)(a) would include downloading information 

from the internet on to a computer. New subsection (1A) of section 58 (as inserted by 

subsection (3) of this section) makes this explicit.  
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34  While the existing section 58(1)(a) offence would already capture the downloading of material 

likely to be useful to a person committing or preparing an act of terrorism, it would not 

capture the situation where a person viewed such material over the internet, for example by 

streaming a video, without obtaining permanent access to it by storing a copy of it on his or 

her computer or other storage media. Subsection (2) of the section makes it an offence to view 

such material over the internet (new section 58(1)(c)).  

35  The new section 58(1)(c) offence is subject to a maximum penalty of 15 years’ imprisonment 

(the same as will apply to the existing section 58(1)(a) and (b) offences following the 

amendment made by Section 7(3)). 

36  Section 58(3) provides a reasonable excuse defence. The defence applies to the existing 

offences under section 58(1)(a) and (b) and to the new offence under section 58(1)(c). In the 

case of R v G and R v J ([2009] UKHL 13) the House of Lords held that the defence of 

reasonable excuse must be an objectively verifiable reasonable excuse to be determined by the 

jury in the light of the particular facts and circumstances of the individual case. By virtue of 

section 118 of the 2000 Act, once a defendant has raised the defence, the burden of proof (to 

the criminal standard, that is beyond reasonable doubt) to disprove the defence rests with the 

prosecution. New subsection (3A) provides for an indicative list of reasonable excuses. New 

subsection (3A)(a) makes it clear that the cases in which the reasonable excuse defence applies 

includes those where a person downloads or views by means of the internet material not 

knowing, or having reason to believe, that the material contains, or is likely to contain, 

information likely to be useful for terrorist purposes. Unintentional or mistaken downloading 

or viewing of such material would therefore not be caught by the section 58 offences. New 

subsection (3A)(b) provides that the cases in which the reasonable excuse defence applies 

includes circumstances where a person’s act of viewing or accessing terrorist material or 

possession of such material was for the purposes of carrying out work as a journalist or 

academic research. 

Section 4: Entering or remaining in a designated area 

37  Section 4 inserts new sections 58B and 58C into the 2000 Act to provide for a new offence of 

entering or remaining in a designated area overseas. 

38  Under new section 58B it will be an offence for a UK national or resident to enter or remain in 

an area outside the UK that has been designated in regulations made by the Secretary of State 

under the power in new section 58C. The offence does not apply to Crown Servants (for 

example, diplomatic staff or members of the armed forces) or persons acting on behalf of the 

Crown (for example, contractors supporting the armed forces). A designation might include 

airspace. There is a period of grace of one month for persons travelling to, or already present 

in, a designated area at the time section 58C regulations designating the area comes into force, 

such that if they leave the designated area within that timeframe no offence is committed. By 

virtue of section 117 of the 2000 Act, a prosecution for the offence in England and Wales or in 

Northern Ireland would require the consent of the Director of Public Prosecutions given with 

the consent of the Attorney General or Advocate general for Northern Ireland as the case may 

be. (In Scotland, all prosecutions are brought by the Lord Advocate, or on his behalf, where it 

is in the public interest to do so.) The maximum penalty for the offence is 10 years’ 

imprisonment, an unlimited fine, or both (an extended sentence may be imposed in respect of 

this offence – see Sections 9 to 11). 

39  The offence is subject to a reasonable excuse defence (new section 58B(2)). By virtue of section 

118 of the 2000 Act, once a defendant has raised the defence, the burden of proof (to the 

criminal standard, that is beyond reasonable doubt) to disprove the defence rests with the 

prosecution.  
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40  New section 58B(4) and (5) provides that a person would not commit the offence if they enter, 

or remain in, a designated area involuntarily, or they enter, or remain in, a designated area for 

one or more specified purposes, including providing aid of a humanitarian nature, carrying 

out work for the government of a country other than the UK, carrying out work for the United 

Nations or a UN agency, carrying out work as a journalist, attending a funeral of a relative 

and visiting a relative who is terminally ill or providing care for a relative who is unable to 

care for themselves without such assistance. This exhaustive list of exclusions from the offence 

may be amended by regulations made by the Secretary of State, subject to the draft affirmative 

procedure (new section 58B(7). 

41  The test for designating an area for the purpose of the offence is that the Secretary of State is 

satisfied that designation is necessary in order to protect the public from a risk of terrorism. 

Such a risk may arise, in particular, if a conflict in a foreign country, potentially involving a 

proscribed terrorist organisation, acted as a draw to UK nationals or residents to travel to that 

country to take part in the conflict or otherwise support those engaged in the conflict. The 

Secretary of State is required to keep any designation under review, and in any event a 

designation would lapse after three years (this is without prejudice to the Secretary of State re-

designating the same area).  

42  Regulations made under section 58C are subject to the made affirmative procedure (this 

allows the regulations to come into effect immediately but they must subsequently be 

approved by both Houses of Parliament within 40 days of the date they are made), save where 

the regulations revoke previous regulations (and nothing more) in which case they are subject 

to the negative procedure. When designating an area by regulations, there is a duty on the 

Secretary of State (in practice the Home Secretary) to lay before Parliament a statement setting 

out the reasons why the Secretary of State considers that the condition for designation is met 

in relation to that area.     

Section 5: Encouragement of terrorism and dissemination of terrorist publications 

43  This section amends sections 1 and 2 of the 2006 Act which provide for offences of 

encouragement of terrorism and dissemination of terrorist publications respectively.  

44  The offence in section 1 of the 2006 Act is concerned with the publication of statements and 

section 1(1) sets out the type of statements to which it applies. These are statements that are 

likely to be understood by some or all of the members of the public to whom they are 

published as a direct or indirect encouragement or other inducement to them to the 

commission, preparation or instigation of acts of terrorism or Convention offences (that is the 

offences listed in Schedule 1 to the 2006 Act - these are the offences in UK law establishing 

offences as required by the Council of Europe Convention on the Prevention of Terrorism). 

The term “public”, which is defined in section 20(3) of the 2006 Act, includes any section of 

the public and a meeting or other group of persons which is open to the public (whether 

unconditionally or on the making of a payment or the satisfaction of other conditions). 

45  Section 1(2) sets out the conduct (actus reus) and mental (mens rea) elements of the offence. The 

offence is committed if a person publishes a statement (as defined in section 1(1)) or causes 

another to publish such a statement and he or she has the necessary mens rea. The mens rea is 

that, at the time of publishing or causing to publish, the person either intends members of the 

public to be directly or indirectly encouraged or otherwise induced, by the statement to 

commit, prepare or instigate acts of terrorism or Convention offences, or he or she is reckless 

as to whether members of the public will be so directly or indirectly encouraged by the 

statement. The term “publishing a statement” is defined in section 20(4) of the 2006 Act and 

includes publishing a statement in any manner to the public, providing an electronic service 

by which means the public have access to the statement, or using an electronic service 

https://www.coe.int/en/web/conventions/full-list/-/conventions/rms/090000168008371c
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provided by another in relation to the material supplied by him or her so as to enable the 

public to have access to the statement. Amongst other things, section 1(5) provides that an 

offence is committed whether or not any person is actually encouraged or induced to commit, 

prepare or instigate an act of terrorism or Convention offence. 

46  Given the requirement in section 1(1) that the statement must be “likely to be understood” by 

a member of the public to whom it is directed as an encouragement or inducement to them to 

commission, prepare or instigate an act of terrorism, the encouragement offence will not be 

made out if the statement is directed at children or vulnerable adults who do not understand 

the statement to be an encouragement to engage in acts of terrorism. Subsections (3) and (4) of 

the section amend section 1 of the 2006 Act to provide instead for a “reasonable person” test 

so that the offence would be made out if a reasonable person would understand the statement 

as an encouragement or inducement to them to commission, prepare or instigate an act of 

terrorism. 

47  Section 2 of the 2006 Act creates offences relating to the sale and other dissemination of books 

and other publications, including material on the internet, that encourage people to engage in 

terrorism, or provide information that could be useful to terrorists. 

48  The conduct element of the offence, as set out in section 2(2), covers: distributing or circulating 

a terrorist publication; giving, selling, or lending a terrorist publication; offering a terrorist 

publication for sale or loan; providing a service to others that enables them to obtain, read, 

listen to or look at such a publication, or to acquire it by means of gift, sale, or loan; 

transmitting the contents of a terrorist publication electronically; and possessing a terrorist 

publication with a view to making it available in any of the ways listed. 

49  The mens rea is provided for in subsection (1) of section 2 of the 2006 Act. For an offence to be 

committed, it is necessary for an individual to carry out any of the actions set out in 

subsection (2) of section 2 (as described above) and for him or her either to have an intention 

that an effect of his or her conduct will be a direct or indirect encouragement or other 

inducement to terrorism, an intention that an effect of his or her conduct will be the provision 

of assistance in the commission or preparation of acts of terrorism, or for him or her to be 

reckless as to whether his or her conduct has one of these two specified effects. 

50  Section 2(3) of the 2006 Act sets out the definition of terrorist publication. A publication is 

considered a terrorist publication if it meets one of two tests. The first test is if matter 

contained in it is likely to be understood by some or all of the persons to whom it is or may 

become available as a consequence of the conduct in section 2(2) as a direct or indirect 

encouragement or other inducement to the commission, preparation or instigation of acts of 

terrorism. The second test is if it contains any matter which is likely to be useful in the 

commission or preparation of such acts, and it is likely to be understood by some or all of the 

persons to whom it is or may become available as being contained in the publication, or made 

available to them, wholly or mainly for the purposes of being so useful to them. 

51  Given the requirement in section 2(3) that the material contained in the publication must be 

“likely to be understood” by some or all of the persons to whom it becomes available as an 

encouragement or inducement to them to commission, prepare or instigate an act of terrorism, 

the existing dissemination offence would not be made out if a publication was disseminated 

to children or vulnerable adults who do not understand that its content is an encouragement 

to engage in acts of terrorism. Subsections (6) and (7) of the section amend section 2 of the 

2006 Act to provide instead for a “reasonable person” test so that the offence will be made out 

if a reasonable person would understand the content of the publication as being an 

encouragement or inducement to them to commission, prepare or instigate an act of terrorism. 
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Section 6: Extra-territorial jurisdiction 

52  Section 6 extends the circumstances in which terrorist offending abroad may be prosecuted in 

the United Kingdom, whether the offence is committed by UK citizens or otherwise. 

53  Section 17 of the 2006 Act makes provision in relation to extra-territorial jurisdiction for the 

UK courts for the offences contained in sections 1 (encouragement of terrorism), 6 (training for 

terrorism), 8 (attendance at a place used for terrorist training) and 9 to 11 (offences involving 

radioactive devices and materials and nuclear facilities) of that Act, and in sections 11(1) 

(membership of proscribed organisations) and 54 (weapons training) of the 2000 Act. The 

overall effect of the section is that if, for example, an individual was to commit one of these 

offences in a foreign country, they would be liable under UK law in the same way as if they 

had committed the offence in the UK. In practice, a prosecution would only be instituted in 

this country if the individual was present in the UK (for example having returned voluntarily 

from fighting with a terrorist organisation overseas, or having been returned in accordance 

with extradition procedures). Prosecutions in England and Wales for an offence committed 

abroad may only be instituted with the consent of the Director of Public Prosecutions, given 

with the permission of the Attorney General; such prosecutions in Northern Ireland are 

subject to the consent of the Director of Public Prosecutions for Northern Ireland, given with 

the permission of the Attorney General for Northern Ireland (section 19 of the 2006 Act). In 

Scotland, all prosecutions are brought by the Lord Advocate or on his behalf, where to do so is 

in the public interest.  

54  In the case of the offence contrary to section 1 of the 2006 Act, the extra-territoriality is 

currently limited in that it only applies insofar as the statement encourages the commission, 

preparation, or instigation of one or more Convention offences (that is the offences listed in 

Schedule 1 to the 2006 Act - these are the offences in UK law which implement those 

mentioned in the Council of Europe Convention on the Prevention of Terrorism). Subsection 

(3)(b) amends section 17(2) to extend the existing extra-territorial jurisdiction for the section 1 

offence. As a result, a person who does anything outside of the UK which would constitute an 

offence under section 1 (whether in relation to a Convention offence or terrorism more 

widely) could be tried in the UK courts were he or she to return to this country.   

55  Subsections (3)(a), (4) and (5) amend section 17(2) to provide for extra-territorial jurisdiction 

for a further five offences, namely those in section 2 of the 2006 Act (dissemination of terrorist 

publications), section 12(1) and 12(1A) of the 2000 Act (inviting or expressing support for a 

proscribed organization), section 13 of the 2000 Act (wearing a uniform etc associated with 

proscribed organisation) and section 4 of the Explosive Substances Act 1883 (making or 

possessing explosives under suspicious circumstances) so far as committed for the purposes 

of an act of terrorism. Subsection (7) limits extra-territorial jurisdiction in respect of the section 

12 and 13 offences to UK nationals and residents. 

Chapter 2: Punishment and management of terrorist offenders 

Section 7: Increase in maximum sentences 

56  Subsections (2), (3), (4), (6) and (7) increase the maximum penalty for five terrorism offences, 

as follows: 

Offence Current maximum penalty New maximum penalty 

Failure to disclose information 

about acts of terrorism 

(section 38B of the 2000 Act) 

5 years 10 years 
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Collection of information of a 

kind likely to be useful to a 

person committing or 

preparing an act of terrorism 

(section 58 of the 2000 Act) 

10 years 15 years 

Eliciting, publishing or 

communicating information 

about members of armed 

forces etc which is of a kind 

likely to be useful to a person 

committing or preparing an 

act of terrorism (section 58A 

of the 2000 Act) 

10 years 15 years 

Encouragement of terrorism 

(section 1 of the 2006 Act) 

7 years 15 years 

Dissemination of terrorist 

publications (section 2 of the 

2006 Act) 

7 years 15 years 

 

Section 8: Sentences for offences with a terrorist connection 

57  Section 8 amends section 30 of the 2008 Act to require courts in Northern Ireland to consider 

whether specified offences have a terrorist connection and to extend the list of offences where 

such a connection must be considered in England and Wales, and Scotland. 

58  Section 30 of the 2008 Act requires that a court in England and Wales considering a person’s 

sentence for an offence listed in Schedule 2 to that Act must, if it appears that there was or 

may have been a terrorist connection, make a determination (on the criminal standard of 

proof) as to whether there was such a connection. The court will make this determination on 

the basis of the usual information before it for the purposes of sentencing, that is the trial 

evidence or evidence heard at a Newton hearing (if necessary) following a guilty plea, and 

taking account of any representations made by the prosecution or defence. A Newton hearing 

is where the judge hears evidence from both the prosecution and defence and comes to his or 

her own conclusion on the facts (because the facts are disputed by the other parties), applying 

the criminal standard of proof. If the court determines that there was a terrorist connection, it 

must treat that as an aggravating factor when sentencing the offender. The presence of an 

aggravating factor would point to the court imposing a higher sentence (within the statutory 

maximum) than would otherwise be the case.  

59  Subsection (2) amends section 30 of the 2008 Act so that the duty imposed on criminal courts 

in England and Wales is extended to criminal courts in Northern Ireland. (Section 31 of the 

2008 Act makes equivalent provision for Scotland.) 

60  Additionally, Part 4 of the 2008 Act requires an individual convicted of a terrorism offence or 

of an offence determined to have a terrorist connection (that is, a terrorism-related offence) 

and receiving a qualifying sentence to notify specified information to the police (see 

paragraphs 84 and 85 below for further details). The notification requirements do not 

currently apply in Northern Ireland where a person is convicted of a terrorism-related offence. 

As a result of the amendment made by subsection (2) it automatically follows that persons 

sentenced to a qualifying sentence for a terrorism-related offence in Northern Ireland will 

henceforth also be subject to the notification requirement. Subsection (3) amends section 42 of 

the 2008 Act to make this explicit. 
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61  Subsections (5) and (6)(b) to (d) amend Schedule 2 to the 2008 Act to add offences under the 

law in Northern Ireland, namely the offences of false imprisonment, blackmail, intimidation 

and putting people in fear of violence and certain firearms offences, to the list of specified 

offences for the purposes of section 30 of that Act. Such offences are commonly charged in 

Northern Ireland in terrorism-related cases. Between February 2001 and March 2017, 411 

individuals detained in Northern Ireland under section 41 of the 2000 Act were charged with 

firearms offences, 32 such individuals were charged with false imprisonment, 31 such 

individuals were charged with intimidation and 57 such individuals were charged with 

blackmail.4 

62  Subsection (6)(a) amends Schedule 2 to the 2008 Act to add the offence of wounding with 

intent (section 18 of the Offences against the Person Act 1861) to the list of specified offences 

for the purposes of section 30 of that Act. Between 2012 and 2018, eight individuals have been 

charged in England and Wales with this offence where the offence was considered to be 

terrorist related.5 Schedule 2 to the 2008 Act already lists a number of other offences provided 

for in the Offences against the Person Act 1861; that Act does not apply to Scotland and 

accordingly subsection (5) also adds broadly equivalent Scottish common law offences to 

Schedule 2 to the 2008 Act. 

Section 9: Extended sentences etc for terrorism offenders: England and Wales 

63  This section amends provisions in Part 12 of the 2003 Act which, amongst other things, 

enables a criminal court, in England and Wales, to impose an extended sentence of 

imprisonment (“extended determinate sentence” (“EDS”)) on an offender when certain 

conditions are met (section 226A and 226B) or a special custodial sentence for certain 

offenders of particular concern (section 236A) (“sentence for offenders of particular concern” 

(“SOPC”)).   

64  Sections 226A and 226B of the 2003 Act provide for EDSs for adults and persons under 18 

respectively. The sentences may be imposed in respect of the sexual and violent offences listed 

in Schedule 15 to the 2003 Act (referred to as “specified offences”) where certain conditions 

are met. For both sentences, the court must consider the offender to be “dangerous”, that is he 

or she presents a substantial risk of causing serious harm through re-offending (section 229 of 

the 2003 Act). 

65  For adults, two further conditions apply as alternatives. Either the court must consider that 

the current offence is serious enough to merit a determinate sentence of at least four years, or 

at the time the present offence was committed the offender must have previously been 

convicted of an offence listed in Schedule 15B to the 2003 Act. The second of these alternative 

conditions does not apply in respect of persons under 18. 

66  An EDS is a custodial term which has two operational parts. The first is the appropriate 

sentence commensurate with the seriousness of the offence, and then secondly an extended 

licence period on top (although the whole sentence, including the extended licence period, 

must remain within the maximum penalty for the offence).  Where the conditions are made 

                                                           

 

 

4 Northern Ireland Terrorism Legislation: Annual Statistics 2017/18 (table 5.1), Northern Ireland Office, November 2018. 

5 Operation of police powers under the Terrorism Act 2000 and subsequent legislation: Arrests, outcomes, and stop and 
search, Great Britain, quarterly update to September 2018 – (table A.05b), Home Office Statistical Bulletin 29/18 

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/754428/NI_Terrorism_Legislation_Annual_Statistics_201718.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/761257/operation-police-powers-terrorism-sep2018-annual-tables.xlsx
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out, the court may impose an extended period for which the offender is to be subject to a 

licence (an “extension period”) of up to five years for a violent offence and up to eight years 

for a sexual offence. Schedule 15 lists violent and sexual offences separately (Parts 1 and 2 

respectively).  

67  Sections 246A of the 2003 Act makes provision about the release on licence of persons serving 

EDSs. Offenders will be considered for release on licence by the Parole Board once the 

offender has served two-thirds of the appropriate custodial term (compared with automatic 

release at the half-way point for standard determinate sentences), and will be released 

automatically at the end of the appropriate custodial term if the Parole Board has not 

previously directed earlier release. 

68  Currently the list of relevant violent offences for the purpose of the EDS regime in Part 1 of 

Schedule 15 to the 2003 Act includes a number of terrorism offences. Paragraph 9(2) of 

Schedule 4 removes those offences from Part 1 and subsection (5) of this section places them in 

a new Part 3 (specified terrorism offences) along with the following additional terrorist 

offences: 

• Membership of a proscribed organisation (section 11 of the 2000 Act); 

• Inviting support for a proscribed organisation (section 12 of the 2000 Act); 

• Collection of information useful to a terrorist (section 58 of the 2000 Act); 

• Publishing information about members of the armed forces etc. (section 58A of 

the 2000 Act);  

• Entering or remaining in a designated area (new section 58B of the 2000 Act as 

inserted by section 4); 

• Encouragement of terrorism (section 1 of the 2006 Act); 

• Dissemination of terrorist publications (section 2 of the 2006 act); and 

• Attendance at a place used for terrorism training (section 8 of the 2006 Act). 

69  Amendments to sections 224, 226A and 226B of the 2003 Act (made by subsections (2) to (4)) 

provide that the EDS regime, with an extended licence period of up to eight years, applies to 

the offences in the new Part 3. 

Extended determinate sentences – example 

 

Person A is convicted of an offence contrary to section 58A of the 2000 Act (eliciting, 

publishing or communicating information about members of the armed forces etc), and as a 

result of sections 6 and 8, the maximum penalty for that offence will be 15 years’ 

imprisonment and the offence will be one which may result in an EDS or SOPC.   

The court considers the offender dangerous under the test set out in the 2003 Act and 

sentences the offender to an EDS.  The EDS sentence is for 15 years.  The sentence is made 

up of a custodial period of nine years and a six-year extension period. This means the 

offender will spend six years in custody (two-thirds of the custodial period) before being 

considered for release by the Parole Board.  The Parole Board may decide to release the 

offender between the six and nine year point. If the Parole Board does not release the 

offender during that period he will automatically be released at the end of the nine year 
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custodial period. If released before the nine year point the offender will spend the 

remainder of the custodial period on licence in the community plus the extension 

period.  In other words, if the offender is released by the parole board after six years he 

will spend three years (the rest of the custodial term) on licence followed by a further six 

years (the extension period), a total of nine years, on licence. If the offender is not released 

by the Parole Board and is released at the end of his nine year custodial period he will 

spend six years on licence.     

 

70  When an offender is convicted of an offence listed in Schedule 18A to the 2003 Act and is 

sentenced to a term of imprisonment, the court must, unless it imposes a life sentence or an 

EDS, impose a SOPC under section 236A of the 2003 Act. The SOPC regime was created in 

order to remove automatic release for terrorism and child sex offences, which would have 

applied to a standard determinate sentence. Similarly to the EDS, it has two operational parts: 

firstly the appropriate custodial term, and secondly an additional licence period. The effect of 

a SOPC is that release between the point half-way through the custodial term and the 

conclusion of the term is not automatic, but is at the discretion of the Parole Board, and on 

release they must serve a minimum of 12 months on licence (section 236A(2) of the 2003 Act). 

71  Subsection (6) inserts the offences listed in paragraph 69 above into Schedule 18A of the 2003 

Act. As a result, a person convicted of such an offence in the circumstances described in 

paragraph 71 will receive a SOPC. 

Sentence for offenders of particular concern – example 

 

Person B is convicted of an offence contrary to section 2 of the 2006 Act (dissemination of 

terrorist publications). As a result of sections 6 and 8 the maximum penalty for that offence 

will be 15 years’ imprisonment and the offence will be one which may result in an EDS or 

SOPC.    

The court decides not to impose an EDS sentence and as a result must impose a SOPC.  The 

SOPC is for five years.  The sentence is made up of a custodial period of four years and a 

further one year licence period. This means the offender will spend two years in custody 

(half the custodial period) before being considered for release by the Parole Board.  If 

released after two years the offender will spend the rest of the custodial period on licence 

(in this case for two years) plus the further one year licence period. If the offender is not 

released between two and four years he will be released automatically at the four year point 

(the end of the custodial term) and serve one year on licence in the community.  

 

Section 10: Extended sentences for terrorism offenders: Scotland 

72  This section amends provisions in Part 11 of the 1995 Act which, amongst other things, 

enables a criminal court in Scotland to impose an extended sentence on a sex or violent 

offender when certain conditions are met (section 210A). 

73  Under the provisions of section 210A of the 1995 Act the court is able to impose an “extended 

sentence” on an offender who is convicted of a relevant sexual or violent offence and receives 

a determinate sentence of imprisonment of any length in respect of a sexual offence or a 

sentence of four years or more in respect of a violent offence. Imposition of an extended 

sentence provides for an additional period of supervision on licence in the community over 

https://login.westlaw.co.uk/maf/wluk/app/document?src=doc&linktype=ref&context=77&crumb-action=replace&docguid=I5FCDC4C0E42311DAA7CF8F68F6EE57AB
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and above that which would normally have been the case. An extended sentence may only be 

passed where a person is convicted on indictment and if the court is of the opinion that the 

period of supervision on licence, which the offender would otherwise be subject to, would not 

be adequate for the protection of the public from serious harm from the offender. 

74  An extended sentence is defined, by section 210A(2), as being the aggregate of the term of 

imprisonment which the court would otherwise have passed (“the custodial term”) and a 

further period, known as the “extension period”, for which the offender is to be on licence 

(and which is in addition to any licence period attributable to the “custodial term”). The 

extension period must not exceed 10 years and the total length of an extended sentence must 

not exceed any statutory maximum for a particular offence.  

75  The following example demonstrates how the extended sentence arrangements work in 

practice. A sex offender sentenced to a four-year custodial term and a three-year extension 

period would serve a seven-year extended sentence. If released after two years, with the 

agreement of the Parole Board of Scotland, they will be on licence for the balance of the 

custodial period, that is two years plus a further three years, namely five years in total on 

licence. If the Parole Board does not authorise discretionary early release, the offender will 

serve the entire four-year custodial sentence in prison and then be released on licence for a 

further three years.   

76  Section 210A(10) of the 1995 Act defines sexual and violent offence for the purposes of section 

210A. A “violent offence” is defined as “any offence (other than an offence which is a sexual 

offence within the meaning of this section) inferring personal violence”. As such, this 

definition does not cover all the terrorism offences now listed in the new Part 3 of Schedule 15 

to the 2003 Act (inserted by section 8). The amendments to section 210A provide that the 

ability of the court to impose an extended sentence will apply to sexual, violent and terrorism 

offences, with the definition of a “terrorism offence” matching that in the new Part 3 of 

Schedule 15 to the 2003 Act. The extended licence period of up to ten years will apply to 

terrorism offences as it does now to sexual and violent offences. 

Section 11: Extended sentences for terrorism offenders: Northern Ireland 

77  This section amends provisions in Part 2 of the 2008 Order which, amongst other things, 

enables a criminal court in Northern Ireland to impose an extended sentence of imprisonment 

(“extended custodial sentence” (“ECS”)) on a sex or violent offender when certain conditions 

are met (article 14). 

78  Under the 2008 Order, certain serious sexual and violent offenders judged by the courts, 

under article 14, to be likely to commit further similar offences in the future can receive an 

ECS. An ECS is a sentence of imprisonment which is equal to the aggregate of “the 

appropriate custodial term”, which must be at least one year, and a further period (the 

extension period) for which the offender is to be subject to a licence. The total term of the 

sentence must not exceed the maximum penalty available for the offence.  

79  The extension period is set by the courts and must not exceed five years for violent offences or 

eight years for sexual offences, but must be a period considered necessary for the purpose of 

protecting members of the public from further serious offences. Offenders serving an ECS will 

be referred to the Parole Commissioners for Northern Ireland approximately six months prior 

to the mid-point of their sentence and must demonstrate that they can be safely released into 

the community. If the Parole Commissioners direct release the offender will remain on licence 

for the remainder of the custodial term as well as the extension period set by the court.  
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Extended Custodial Sentences - example 

Person A is convicted of an offence contrary to section 58A of the 2000 Act (eliciting, 

publishing or communicating information about members of the armed forces etc); as a 

result of sections 6 and 10 the maximum penalty for that offence will be 15 years’ 

imprisonment and the offence will be one which may result in an Extended Custodial 

Sentence.   

The court considers the offender dangerous under the test set out article 15 of the 2008 

Order and sentences the offender to an ECS.  The ECS sentence is for 15 years.  The 

sentence is made up of a custodial period of 9 years and a 6 year extension period. This 

means the offender will spend 4½ years in custody (half of the custodial period) before 

being considered for release by the Parole Commissioners for Northern Ireland.  The Parole 

Commissioners may decide to release the offender between the 4½ and 9 year point. If the 

Parole Commissioners do not release the offender during that period he will automatically 

be released at the end of the 9 year custodial period.  

If released before the 9 year point the offender will spend the remainder of the custodial 

period on licence in the community plus the extension period.  In other words, if the 

offender is released by the Parole Commissioners after 4½ years he will spend 4½ years (the 

rest of the custodial term) on licence followed by a further 6 years (the extension period), a 

total of 10½ years, on licence. If the offender is not released by the Parole Commissioners 

and is released at the end of his 9 year custodial period he will spend 6 years on licence. 

 

80  Currently the list of relevant violent offences for the purpose of the ECS regime in Part 1 of 

Schedule 2 to the 2008 Order includes a number of terrorism offences. Paragraph 14 of 

Schedule 4 removes those offences from Part 1 and subsection (4) of this section then places 

them in a new Part 3 (specified terrorism offences) along with the additional terrorist offences 

listed in paragraph 69 above. 

81  Amendments to articles 12 and 14 of the 2008 Order (made by subsections (2) and (3)) provide 

that the ECS regime, with an extended licence period of up to eight years, applies to the 

offences in the new Part 3. 

Section 12 and Schedule 1: Additional requirements 

82  This section and Schedule 1 make a number of further changes to the notification 

requirements in Part 4 of the 2008 Act. 

83  Part 4 of the 2008 Act makes provision about the notification of information to the police by 

certain individuals (aged 16 or over) convicted of relevant terrorism offences (listed in section 

41) or terrorism-related offences (as provided for in section 42). The notification requirements 

apply to a person who: (a) is convicted of a relevant offence and receives a sentence of 

imprisonment or detention for a period or term of 12 months or more in relation to that 

offence; or (b) is convicted, found not guilty by reason of insanity or found to be under a 

disability and to have done the act charged in respect of such an offence punishable by 12 

months’ imprisonment or more and is made subject to a hospital order. When in the 

community, such individuals – registered terrorist offenders (“RTOs”) - must provide the 

police with certain personal information, notify any changes to this information, confirm its 

accuracy periodically and notify any foreign travel. The period for which the notification 

requirement applies varies depending on the length of the sentence triggering the 

requirement, as follows: 
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Length of 

sentence  

Adults sentenced to 10 

or more years’ 

imprisonment or 

detention (including 

life or indeterminate 

sentences) 

Adults sentenced to 

five or more years’ 

but less than 10 

years’ imprisonment 

or detention  

Adults sentenced 

to 12 months’ or 

more but less than 

five years’ 

imprisonment, and 

16 or 17 year olds 

(irrespective of the 

length of sentence)  

Period for which 

notification 

requirement 

applies 

30 years 15 years 10 years 

 

84  Section 47 of the 2008 Act sets out the information an RTO must supply to the police when 

first making a notification; this includes the RTO’s name (or names) and home address (or 

addresses), date of birth and national insurance number. Section 60 of the 2008 Act defines 

“home address”. This provides that where an offender is homeless or of no fixed abode his or 

her “home address” means an address or location where he can be regularly found. This 

might, for example, be a shelter or a friend's house. Subsection (2) amends section 47 to add 

further categories of information which must be provided on the initial notification, namely: 

• The RTO’s contact details (that is, a telephone number (if any) and an email 

address (if any)) on the date on which the person was dealt with in respect of the 

offence, sentencing for which triggered the notification requirement; 

• The RTO’s contact details on the date of notification; 

• The identifying information (registration number, model and colour of the 

vehicle and the location where the vehicle is normally stored when not in use) of 

any motor vehicle in respect of which the RTO is the registered keeper or 

otherwise has the right to use (for example, by virtue of the RTO’s employment 

or a car hire agreement); 

• Details of any bank accounts or equivalent (including accounts held jointly with 

another person, any business accounts held by the RTO where he or she runs a 

business through a company, and any bank accounts which the offender is 

entitled to operate in addition to those these in the offender’s name) and any 

debit, credit, charge or prepaid cards held by the RTO (paragraph 1 of new 

Schedule 3A to the 2008 Act, inserted by Schedule 1 to the Act, detailing the 

financial information that must be provided by an RTO); 

• Details of any passport(s) or other identity document(s) held by the RTO 

(paragraph 2 of new Schedule 3A to the 2008 Act, inserted by Schedule 1 to the 

Act, specifies the required information that must be provided by an RTO). 

85  Section 48 of the 2008 Act sets out the requirement on a person to notify the police of changes 

to the details they have already notified. As a consequence of the imposition of the new 

requirements on RTOs to notify the police of their contact details, information about motor 

vehicles they have a right to use, financial information and information about passports or 

identity documents they hold, subsection (3)(b) amends section 48 (by inserting new 
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subsections (4A) to (4E)) and subsection (4) inserts new section 48A so that RTOs are also 

required to notify the police of any changes to such information. Where there is a change to 

the RTO’s financial information or identification documents, the notification of such changes 

under new section 48A must be accompanied by a re-notification of all the other information 

required by section 47(2) of the 2008 Act (new section 48A(8)).  

86  Under section 48 of the 2008 Act any RTO whose address changes (including if his or her 

address is a place where he or she may regularly be found, in the case of a person with no sole 

or main address) must notify the police of the change within three days. Subsection (5) 

amends section 49 to require a homeless RTO to re-notify the police of his or her information 

on a weekly basis, rather than annually. 

Section 13: Power to enter and search home 

87  This section inserts new section 56A into the 2008 Act which confers a power on the police to 

enter and search the home address of an RTO. New section 56A enables a justice of the peace 

in England and Wales (or a sheriff in Scotland or a magistrate in Northern Ireland), on 

application from a senior police officer (that is, a superintendent or above) of the relevant 

force, to issue a warrant to allow a constable to enter and search the home of an RTO for the 

purposes of assessing the risks that the RTO may pose to the community. The warrant must 

be executed by a constable of the police force in whose area the premises are located. 

88  New section 56A(2) sets out the requirements that must be met before the warrant may be 

issued.  These requirements set out that the address must be one that the RTO has notified to 

the police as his or her home address or one in respect of which there is a reasonable belief 

that the RTO can be regularly found there or resides there.  The RTO must not be in custody, 

detained in a hospital or outside the United Kingdom at the time.  A constable must have 

tried on at least two previous occasions to gain entry to the premises for the purpose of 

conducting a risk assessment and been unable to gain entry for that purpose. 

89  New section 56A(5) requires that the warrant specifies each address to which it relates.  New 

section 56A(6) allows a constable to use reasonable force if it is necessary to do so to enter and 

search the premises.  New section 56A(7) provides that the warrant can authorise as many 

visits as the justice of the peace, sheriff or magistrate, as the case may be, considers to be 

necessary for the purposes of assessing the risks posed by the offender which, by virtue of 

new section 56A(8), can be unlimited or limited to a maximum. 

Section 14: Serious crime prevention orders  

90  This section amends Schedule 1 to the Serious Crime Act 2007 ("the 2007 Act") to include an 

offence for the time being listed in section 41(1) of the 2008 Act in the list of specified offences 

in respect of which serious crime prevention orders ("SCPOs") may be made. These orders are 

intended to be used against those involved in serious crime, with the terms attached to an 

order designed to protect the public by preventing, restricting or disrupting involvement in 

serious crime. 

91  An SCPO may be made by the Crown Court (in Scotland, the High Court of Justiciary or the 

sheriff) where it is sentencing a person who has been convicted of a serious offence (including 

when sentencing a person convicted of such an offence in a magistrates’ court but committed 

to the Crown Court for sentencing). Orders may also be made by the High Court (in Scotland, 

the Court of Session or a sheriff) where it is satisfied that a person has been involved in 

serious crime, whether that involvement was in England and Wales, Scotland or Northern 

Ireland (as the case may be), or elsewhere, and where it has reasonable grounds to believe that 

the order would protect the public by preventing, restricting or disrupting involvement by the 

subject of the order in serious crime in England and Wales, Scotland or Northern Ireland (as 
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the case may be). A serious offence is one which is listed in Schedule 1 to the 2007 Act, or an 

offence which is sufficiently serious that the court considers it should be treated as it were on 

the list. The section extends this list of trigger offences to include terrorism offences for the 

time being listed in section 41(1) of the 2008 Act, namely an offence: 

• Under section 11 or 12 of the 2000 Act (offences relating to proscribed 

organisations); 

• Under sections 15 to 18 of the 2000 Act (offences relating to terrorist property); 

• Under section 38B of the 2000 Act (failure to disclose information about acts of 

terrorism); 

• Under section 54 of the 2000 Act (weapons training); 

• Under sections 56 to 61 of the 2000 Act (directing terrorism, possessing things 

and collecting information for the purposes of terrorism, entering or remaining in 

designated area and inciting terrorism outside the United Kingdom); 

• Under section 113 of the Anti-terrorism, Crime and Security Act 2001 (use of 

noxious substances or things); 

• Under sections 1 and 2 of the 2006 Act (encouragement of terrorism); 

• Under sections 5, 6 and 8 of the 2006 Act (preparation and training for terrorism); 

• Under sections 9, 10 and 11 of the 2006 Act (offences relating to radioactive 

devices and material and nuclear facilities);  

• In respect of which UK courts have jurisdiction by virtue of any of sections 62 to 

63D of the 2000 Act or section 17 of the 2006 Act (extra-territorial jurisdiction in 

respect of certain offences committed outside the United Kingdom for the 

purposes of terrorism etc). 

92  The 2007 Act allows for SCPOs to be made against individuals (aged 18 or over), bodies 

corporate, partnerships or unincorporated associations. SCPOs may contain such prohibitions, 

restrictions, or requirements or such other terms that the court considers appropriate for the 

purpose of protecting the public by preventing, restricting or disrupting serious crime. Section 

5 of the 2007 Act contains an illustrative list of the type of prohibitions, restrictions, or 

requirements that may be attached to an order. For example, these might relate to a person’s 

travel, financial dealings or the people with whom he or she is allowed to associate. Orders 

can last for up to five years. Breach of the order is a criminal offence, subject to a maximum 

penalty of five years’ imprisonment or an unlimited fine, or both. 

93  Sections 6 to 15 of the 2007 Act contain a number of safeguards, including conferring rights on 

affected third parties to make representations during any proceedings and protection for 

information subject to legal professional privilege.  
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Chapter 3: Counter-terrorism powers 

Section 15: Traffic regulation 

94  This section makes amendments to the 1984 Act in respect of the operation of ATTROs. 

95  The 1984 Act enables traffic authorities (broadly speaking local authorities in England, Wales 

and Scotland, together with Transport for London and Highways England) to put in place 

various restrictions on traffic within their areas by way of a Traffic Regulation Order (“TRO”). 

Section 1 of the 1984 Act provides for the making of permanent orders by a traffic authority 

outside Greater London (section 6 makes equivalent provision for Greater London). Amongst 

other things, a permanent order may be made for the purpose of: 

• Avoiding danger to persons or other traffic using the road or any other road or 

for preventing the likelihood of any such danger arising (section 1(1)(a)), or 

• Preventing damage to the road or to any building on or near the road (section 

1(1)(b)). 

96  Section 14 provides for the making of temporary TROs and Traffic Regulation Notices 

(“TRNs”). A traffic authority may make a temporary order where they are satisfied that traffic 

on the road should be restricted or prohibited because of, amongst other things, the likelihood 

of danger to the public, or of serious damage to the road, which is not attributable to works on 

or near the road (section 14(1)(b)). A traffic authority may make a temporary notice where it 

appears to the authority that it is necessary for the reason in section 14(1)(b) that the 

restriction or prohibition should come into force without delay.  

97  Temporary orders made due to the likelihood of danger to the public, or of serious damage to 

the road, have a maximum duration of 18 months’. Temporary notices may not remain in 

force for more than 21 days. 

98  Under section 2 of the 1984 Act, TROs (or TRNs) may make any provision prohibiting, 

restricting or regulating the use of a road by traffic or pedestrians, including parking.  

99  Section 22C of the 1984 Act makes provision for ATTROs and Anti-Terrorism Traffic 

Regulation Notices (“ATTRNs”). These are in effect a sub-category of TROs/TRNs and rely on 

the underlying powers in sections 1, 6 and 14 of the 1984 Act to make permanent or temporary 

TROs and TRNs, as appropriate. A permanent ATTRO may be made under section 1(1)(a) for 

the purpose of avoiding or reducing, or reducing the likelihood of, danger connected with 

terrorism, or under section 1(1)(b) for the purpose of preventing or reducing damage 

connected with terrorism (section 22C(1) and (2)). Permanent ATTROs may be made in 

Greater London for the same reasons under the corresponding power in section 6 (section 

22C(3)). A temporary ATTRO or ATTRN may be made under section 14 for a purpose relating 

to danger or damage connected with terrorism (section 22C(4) and (5)). “Terrorism” has the 

same meaning as in section 1 of the 2000 Act.  

 

Section 1 of the 2000 Act - Terrorism: interpretation 

(1) In this Act “terrorism” means the use or threat of action where– 

(a) the action falls within subsection (2), 

(b) the use or threat is designed to influence the government or an international 

governmental organisation or to intimidate the public or a section of the public, and 



These Explanatory Notes relate to the Counter-Terrorism and Border Security Act 2019 (c. 3) which received 

Royal Assent on 12 February 2019 

26 

26 

(c) the use or threat is made for the purpose of advancing a political, religious, racial 

or ideological cause. 

 

(2) Action falls within this subsection if it– 

(a) involves serious violence against a person, 

(b) involves serious damage to property, 

(c) endangers a person's life, other than that of the person committing the action, 

(d) creates a serious risk to the health or safety of the public or a section of the public, 

or 

(e) is designed seriously to interfere with or seriously to disrupt an electronic system. 

(3) The use or threat of action falling within subsection (2) which involves the use of firearms 

or explosives is terrorism whether or not subsection (1)(b) is satisfied. 

(4) In this section– 

(a) “action” includes action outside the United Kingdom, 

(b) a reference to any person or to property is a reference to any person, or to 

property, wherever situated, 

(c) a reference to the public includes a reference to the public of a country other than 

the United Kingdom, and 

(d) “the government” means the government of the United Kingdom, of a part of the 

United Kingdom or of a country other than the United Kingdom. 

(5) In this Act a reference to action taken for the purposes of terrorism includes a reference to 

action taken for the benefit of a proscribed organisation. 

 

100  Section 22D of the 1984 Act makes supplementary provision in respect of ATTROs. In 

particular, subsection (1) provides that an ATTRO may only be made by a traffic authority on 

the recommendation of the chief officer of police for the area to which the order relates. A 

chief officer will typically be advised by the specialist local police Counter-Terrorism Security 

Advisor or the Centre for the Protection of National Infrastructure.  

101  Examples of permanent ATTROs include the control lane outside Parliament along Abingdon 

Street and Grosvenor Square around the former US embassy. Examples of events where a 

temporary ATTRO have operated include the annual conferences of the main political parties, 

the start and end of the London marathon, G8 conferences, the NATO summit and royal 

weddings.  

102  The Local Authority (Transport Charges) Regulations 1998 (S.I. 1998/948), made under section 

150 of the Local Government and Housing Act 1989, authorise local authorities to impose 

charges on specified persons in connection with the costs of orders or notices made under 

sections 1, 6 and 14 of the 1984 Act. These Regulations do not expressly provide for a power to 

impose charges where an order or notice is made under section 1, 6 or 14 of the 1984 Act by 

virtue of the power in section 22C.  

https://www.cpni.gov.uk/


These Explanatory Notes relate to the Counter-Terrorism and Border Security Act 2019 (c. 3) which received 

Royal Assent on 12 February 2019 

27 

27 

103  Subsection (2) inserts new section 22CA into the 1984 Act which provides for an express 

power to charge in such cases. Such charges may cover the reasonable costs of anything done 

in connection with or in consequence of the order or notice or the making of the order or 

notice. Such costs might include, in particular, expenditure in relation to the requirements to 

advertise the making of an order (see paragraph 106 below). Charges may be imposed either 

on the promoter or organiser of a relevant event (as defined in new section 22CA(5) – the 

definition covers, for example, the organiser of a sporting event (such as a marathon) or a 

Christmas street market) or on the occupier of a relevant site (as defined in new section 

22CA(5) to (7) – the definition covers, for example, an oil refinery or power station). A charge 

may not be imposed on the organiser of a public procession or assembly held for a purpose 

specified in new section 22CA(4).   

104  As indicated in paragraph 100 above, section 22C(5) enables an ATTRN to be made. The 

supplementary provisions in section 22D inadvertently only refer to ATTROs made by virtue 

of section 22C, and not to ATTRNs. Subsections (4), (6), (7), (8) and (9)(a) and (b) amend 

section 22D so that the provisions in that section also apply to ATTRNs. Those provisions are: 

• The requirement that an order made by virtue of section 22C may only be made 

on the recommendation of the chief officer of police for the area to which the 

order relates (subsection (1)); 

• The disapplication of specified provisions of the 1984 Act (for example, the 

restrictions on a TRO in section 3) in relation to an order made by virtue of 

section 22C (subsection (2)); 

• The application of sections 92 to 94 of the 1984 Act (which relate to the placing of 

bollards and other obstructions) to a temporary order made under section 14 by 

virtue of section 22C (subsection (3)); 

• The enabling of an order made by virtue of section 22C to authorise the 

undertaking of works for the purpose of, or for a purpose ancillary to, another 

provision of the order (subsection (4)); and 

• That an order made by virtue of section 22C may enable a constable to direct that 

a provision of the order shall be commenced, suspended or revived; confer a 

discretion on a constable; or make provision conferring a power on a constable in 

relation to the placing of structures or signs (subsection (5)).  

105  The procedure to be adopted by a traffic authority for making permanent orders is set out in 

the Local Authorities' Traffic Orders (Procedure) (England and Wales) Regulations 1996 (SI 

1996/2489), as amended, and the Local Authorities' Traffic Orders (Procedure) (Scotland) 

Regulations 1999 (SI 1999/614), as amended. Regulation 7 of the England and Wales 

Regulations and regulation 5 of the Scottish Regulations specify requirements for publicising 

proposals to make an order, including a requirement to place a notice in one or more local 

newspapers. The procedure for making temporary orders is set out in the Road Traffic 

(Temporary Restrictions) Procedure Regulations 1992 (SI 1992/1215), as amended. Regulation 

3, which relates to temporary orders (there is no equivalent provision for temporary notices), 

again requires the traffic authority to publicise the intention to make an order by placing a 

notice in one or more local newspapers. Subsection (5) of the section inserts new subsection 

(1A) into section 22D of the 1984 Act which disapplies any statutory requirement (such as 

those referenced above) to publicise the making of an ATTRO where the relevant chief officer 

of police is of the opinion that such publicity would risk undermining the purpose of the 

order (for example, by highlighting a potential target, revealing the fact of a sensitive visit by 

a VIP, or indicating the extent of a protective security cordon).  
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106  Section 22D(5) of the 1984 Act provides that an order made by virtue of section 22C may: (a) 

enable a constable to direct that a provision of the order shall be commenced, suspended or 

revived; (b) confer a discretion on a constable; or (c) make provision conferring a power on a 

constable in relation to the placing of structures or signs. Subsection (9)(c) of the section 

provides that an ATTRO or ATTRN may enable a constable to authorise a person of a 

description specified in the ATTRO or ATTRN to do anything a constable can do by virtue of 

section 22D(5). Such a description of persons might include, for example, local authority staff, 

event stewards or security guards employed by a company contracted to provide security for 

an event to which the ATTRO relates (such as a sporting or musical event). Under such 

delegated authority, it might be left to a security guard or steward to determine when a 

provision of an ATTRO is to commence or cease operating on a given day – the ATTRO 

might, for example, provide for a road to be closed off from 10:00 to 22:00, but a security 

guard could determine that on a particular day the road can be re-opened an hour earlier. The 

ability for an ATTRO to confer a discretion on a constable may be used, in particular, to enable 

a police officer manning a barrier or gate that has closed off a road to exercise his or her 

discretion to allow accredited vehicles or persons through the barrier or gate; this provision 

would enable another authorised person to exercise such discretion. 

107  Section 67 of the 1984 Act empowers the police in extraordinary circumstances to deploy 

temporary traffic signs indicating that prohibitions, restrictions or requirements in respect of 

vehicular traffic are in operation. Extraordinary circumstances include terrorism or the 

prospect of terrorism. Where the section 67 power is being exercised for such counter-

terrorism purposes, it is available for up to 28 days, thereby giving sufficient time to secure a 

temporary ATTRO if the terrorist threat was deemed to be continuing. The power conferred 

by section 67 is only exercisable in relation to vehicular traffic; subsection (10) amends section 

67 so that, insofar as the power is exercised in connection with terrorism or the prospect of 

terrorism, it may also be used to place prohibitions, restrictions or requirements on 

pedestrians so, for example, prohibiting all access (by vehicles and pedestrians) to a stretch of 

road. 

108  Section 67 does not currently provide for the deployment of obstructions, such as bollards and 

barriers, to enforce compliance with such prohibitions, restrictions or requirements and the 

police instead rely on common law powers to deploy such obstructions. Subsection (11) of the 

section inserts new section 94A into the 1984 Act which confers a statutory power on the 

police to deploy bollards or other obstructions where the section 67 power is being used for 

counter-terrorism purposes. New section 94A(6) preserves the existing common law powers.         

Section 16: Evidence obtained under port and border control powers 

109  Schedule 7 to the 2000 Act provides for counter-terrorism port and border controls. It enables 

an examining officer (who may be a constable, or a designated immigration or customs 

officer) to stop and question, and where necessary detain and search a person travelling 

through a port, airport, international rail station or the border area. Such an examination is for 

the purpose of determining whether the person appears to be someone who is or has been 

concerned with the commission, preparation or instigation of acts of terrorism. An examining 

officer may stop, question and search individuals and goods at ports without grounds for 

suspicion. An examining officer may require a person to answer questions (paragraphs 2 and 

3 of Schedule 7) or provide information or certain documents (paragraph 5 of Schedule 7). No 

period of examination may exceed six hours. Wilful obstruction or frustration of an 

examination is an offence under paragraph 18 of Schedule 7. 
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110  This section amends Schedule 7 to the 2000 Act to give effect to a recommendation made by 

Lord Anderson, then Independent Reviewer of Terrorism Legislation, that “there should be a 

statutory bar to the introduction of Schedule 7 admissions in a subsequent criminal trial”.6 

The bar applies to oral responses to questions by an examining officer (it remains open to 

prosecutors to rely on information, for example downloaded from an electronic device, 

obtained from a person during the course of a search conducted under Schedule 7). The bar is 

not however absolute; new paragraph 5A(2) enables an answer or information given orally by 

a person in response to a question asked as part of a Schedule 7 examination to be used in 

evidence in a criminal trial in the following circumstances: 

• Proceedings for an offence under paragraph 18 of Schedule 7 (namely, wilful 

failure to comply with a duty imposed under or by virtue of Schedule 7, wilful 

contravention of a prohibition imposed under or by virtue of Schedule 7 and 

wilful obstruction or frustration of search or examination imposed under or by 

virtue of Schedule 7); 

• On a prosecution for perjury (as defined, in the case of England and Wales and 

Northern Ireland, in new paragraph 5A(4)); 

• On a prosecution for another offence where, in giving evidence, the defendant 

makes a statement inconsistent with the answer or information provided by him 

or her in response to a Schedule 7 examination  

Section 17: Persons detained under port and border control powers 

111  Section 17 amends provisions in Schedule 8 to the 2000 Act which, amongst other things, 

relates to the detention of persons subject to an examination under Schedule 7 to that Act for 

the purpose of determining whether they are, or have been, concerned with the commission, 

preparation or instigation of acts of terrorism. 

112  Subsections (2), (3) and (5)(b) write onto the face of Schedule 8 provision currently contained 

in the Schedule 7 code of practice to the effect that a detainee must be informed of their rights 

when first detained. 

113  Subsections (4) and (6) replace the provisions in Schedule 8 which would enable a senior 

officer, in certain exceptional circumstances, to direct that the detainee under Schedule 7 has 

to consult their solicitor in the sight and hearing of another officer with one whereby a senior 

officer can, in these exceptional circumstances, require the detainee to consult a different 

solicitor of the detainee’s choosing (in practice, this is likely to be the duty solicitor).   

 

Section 18: Detention of terrorist suspects: hospital treatment 

114  Under section 41 of the 2000 Act, a constable may arrest without warrant a person whom he 

                                                           

 

 

6 See paragraph 7.23(d) of Lord Anderson’s December 2016 report on the Terrorism Acts in 2015. The recommendation 
originally featured in Lord Anderson’s evidence, in November 2013, to a Home Affairs Select Committee enquiry into 
counter-terrorism and then in his report on the Terrorism Acts in 2013 (see paragraphs 7.27 and 7.28). The 
recommendation was endorsed by the Supreme Court in the case of Beghal v Director of Public Prosecutions [2015] UKSC 
49 (at paragraph 67 of the judgment).   

https://terrorismlegislationreviewer.independent.gov.uk/wp-content/uploads/2016/12/TERRORISM-ACTS-REPORT-1-Dec-2016-1.pdf
https://terrorismlegislationreviewer.independent.gov.uk/wp-content/uploads/2014/07/Independent-Review-of-Terrorism-Report-2014-print2.pdf
https://www.supremecourt.uk/cases/docs/uksc-2013-0243-judgment.pdf
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or she reasonably suspects to be a terrorist. A terrorist is defined, in section 40(1), as a person 

who has committed certain offences under the 2000 Act, or a person who is, or has been, 

concerned in the commission, preparation or instigation of acts of terrorism. Where a person 

is arrested under section 41, the provisions of Schedule 8 to the 2008 Act apply. That Schedule 

makes provision in respect of the treatment of detained persons and the review and extension 

of their detention. Schedule 8 also contains provisions applicable to persons detained at ports 

or in the border area under Schedule 7 to the 2000 Act for the purpose of determining whether 

they appear to be someone who is or has been concerned in the commission, preparation or 

instigation of acts of terrorism. 

115  Paragraph 36(3)(b)(ii) of Schedule 8 to the 2000 Act provides that the maximum period for 

which a terrorist suspect may be detained without charge is 14 days from the time of arrest 

(or, in the case of a person arrested under section 41 following a Schedule 7 examination, from 

the time the examination begun). Subsection (2) amends section 41 of the 2000 Act to give 

effect to a recommendation made by Lord Anderson, then Independent Reviewer of 

Terrorism Legislation, that the law - 

“be changed so as to allow the detention clock to be suspended in the case of detainees who are 

admitted to hospital. The rule should reflect PACE Code C para 147 by stating that a person 

in police detention at a hospital may not be questioned without the agreement of a responsible 

doctor. If questioning takes place at a hospital, or on the way to or from a hospital, the period of 

questioning concerned should count towards the total period of detention permitted. 

Otherwise, the period of detention should be suspended until questioning takes place or until 

the person arrives back at the police station, whichever is the sooner.”8 

116  New section 41(8A) of the 2000 Act reflects the existing provision in section 41(6) of the Police 

and Criminal Evidence Act 1984 (“PACE”) regarding the operation of the detention clock (in 

England and Wales) in respect of a person detained following arrest for a non-terrorism 

related offence. 

117  Subsection (3) amends Schedule 7 to the 2000 Act similarly to provide for the detention clock 

to be suspended where a person detained for the purpose of an examination under that 

Schedule is admitted to hospital. Under paragraph 6A of Schedule 7 to the 2000 Act there is a 

one hour limit on the period during which a person may be examined without being detained 

and an overall limit of six hours on the period a person may be examined (including any 

period of detention). 

 

 

Section 19 and Schedule 2: Retention of biometric data for counter-terrorism 

purposes etc 

118  Section 19 gives effect to Schedule 2 which amends the legislative regimes governing the 

                                                           

 

 

7 See now paragraph 14.2 of PACE Code C, February 2017. 

8 See paragraph 8.51(b) of Lord Anderson’s December 2016 report on the Terrorism Acts in 2015. The recommendation 
originally featured in Lord Anderson’s report on the Terrorism Acts in 2011 (see paragraphs 7.74 and 7.78).   

https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/592547/pace-code-c-2017.pdf
https://terrorismlegislationreviewer.independent.gov.uk/wp-content/uploads/2016/12/TERRORISM-ACTS-REPORT-1-Dec-2016-1.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/228552/9780108511769.pdf
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retention of fingerprints and DNA samples and profiles by the police for counter-terrorism 

purposes. Those regimes are to be found in the following enactments: 

a. Part 5 of PACE in respect of persons arrested in England and Wales; 

b. Part 6 of the Police and Criminal Evidence (Northern Ireland) Order 1989 in respect of 

persons arrested in Northern Ireland; 

c. Part 2 of the Criminal Procedure (Scotland) Act 1995 (“the 1995 Act”) in respect of 

persons arrested in Scotland; 

d. Schedule 8 to the 2000 Act in respect of persons arrested under section 41 of that Act 

on suspicion of being a terrorist or detained at a port under Schedule 7 to that Act; 

e. Section 18B of the 2008 Act in respect of fingerprints and DNA profiles retained on 

national security grounds and which are not subject to the other schemes listed here;  

f. Schedule 6 to the 2011 Act in respect of persons subject to a TPIM notice (see glossary 

in Annex A); 

g. Schedule 1 to the Protection of Freedoms Act 2012 (“the 2012 Act”) (which 

prospectively amends provisions in the Police and Criminal Evidence (Northern 

Ireland) Order 1989) in respect of persons arrested in Northern Ireland. 

119  These schemes proceed on the basis that fingerprints and DNA profiles must be destroyed 

unless they are retained under a power conferred by the applicable regime. Under PACE, 

where an adult is convicted of a recordable offence his or her biometric material may be 

retained indefinitely. Where a person is charged with a qualifying offence (broadly speaking 

serious sexual, violent and terrorism offences), but not convicted, his or her biometric material 

may be retained for three years, extendable on a case-by-case basis for a further two years 

with the approval of a District Judge. See Annex B for further details.  

120  Section 63M of PACE provides that where a person’s biometric material would otherwise fall 

to be destroyed, it may be retained for up to two years if the responsible chief officer of police 

determines that it is necessary to retain it for the purposes of national security (a “national 

security determination”). A responsible chief officer may renew a national security 

determination in respect of the same material, thus further extending the retention period for 

up to two years at a time. The regimes under the other enactments are broadly analogous to 

that provided for in PACE. In particular, each provides for the retention pursuant to a 

national security determination of biometric material that would otherwise fall to be 

destroyed.  

121  The Commissioner for the Retention and Use of Biometric Material (known as the Biometric 

Commissioner), appointed under section 20 of the 2012 Act has a function of keeping under 

review every national security determination made or renewed under the various regimes 

listed above. The Biometric Commissioner may order the destruction of material subject to a 

national security determination if he concludes that it is not necessary for the material to be 

retained. Section 22 of the 2012 Act requires the Home Secretary to issue guidance about 

making or renewing national security determinations; the current guidance is available here.  

  

https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/208290/retention-biometric-data-guidance.pdf
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122  Paragraph 2 of Schedule 2 amends section 63F of PACE which provides for the retention of 

biometric material where a person has been arrested or charged with a qualifying offence, but 

not convicted of that offence. In the case of a person arrested for, but not charged with, a 

qualifying offence (and who does not have a conviction for a recordable offence), section 

63F(5) provides that biometric material taken in connection with the investigation of the 

offence may be retained for three years with the consent of the Biometrics Commissioner if 

necessary for the purpose of preventing or detecting crime. Where retention is necessary for 

the purposes of national security, section 63M applies (see paragraph 121 above). Paragraph 2 

additionally provides for an automatic three-year retention period under section 63F where a 

person has been arrested, but not charged, with a terrorist offence listed in section 41(1) of the 

2008 Act (or a related ancillary offence, such as attempting or conspiring to commit the 

offence). This change aligns the provisions in PACE with those under paragraph 20B of 

Schedule 8 to the 2000 Act such that the fingerprints and DNA profile of a person arrested for, 

but not charged with, a terrorism offence or a terrorism-related offence will automatically be 

retained for three years, whichever of the two applicable powers of arrest (PACE or the 2000 

Act) was used. Paragraph 5 makes a like change to the retention regime under the Police and 

Criminal Evidence (Northern Ireland) Order 1989 as prospectively amended by Schedule 2 to 

the Criminal Justice Act (Northern Ireland) 2013.  

123  Paragraph 3 of Schedule 2 makes two changes to section 63M of PACE which provides for the 

retention of biometric material pursuant to a national security determination. As currently 

drafted, section 63M requires a national security determination to be made by the 

“responsible chief officer of police”, that is the chief officer for the police area where the 

fingerprints or DNA sample were taken (see section 65(1) of PACE). The first change would 

enable any chief officer of police to make a national security determination in respect of 

biometric material. It may be the case, for example, that the person to whom the biometric 

material relates is under investigation in one police force area and is then arrested in another 

police force area, but no further action is taken in respect of that later arrest; in such a case, the 

chief officer of police for the force with an ongoing investigation may be better placed to make 

a determination. Paragraphs 10(2), (3) and (5), 13(2), (3) and (5) and 16(2) and (4) make a like 

change to the retention regimes under the 2000 Act, 2008 Act and 2011 Act respectively. 

Paragraph 7(2) and (3) update section 18G of the 1995 Act to take account of the fact that there 

is now a single police force in Scotland, the Police Service of Scotland. 

124  The second change made by paragraph 3 is to extend the duration of a national security 

determination from a maximum of two years to a maximum of five years. Paragraphs 7(4), 

10(4), 13(4), 16(3) and 19 make a like change to the retention regimes under the 1995 Act, 2000 

Act, 2008 Act, 2011 Act and 2012 Act respectively.  

125  The Act also makes provision for the merging of fingerprint records for the purposes of 

ensuring separate national security determinations do not run concurrently. The issue that is 

addressed by these provisions can be illustrated by example. If a person is arrested under 

PACE in April 2017, subsequently detained under Schedule 7 to the 2000 Act in June 2017, and 

then arrested again under section 41 of the 2000 Act in September 2017, then three different 

sets of fingerprints may be taken from him or her by the police. The provisions governing the 

retention of such fingerprints under each of those regimes would currently require each set of 

fingerprints to be managed as a discreet record, each with its own retention period, so that the 

police would need to make three separate national security determinations at different times if 

it was necessary to retain the fingerprints.  
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126  Where the original set of fingerprints is taken under PACE, new section 63PA of PACE (as 

inserted by paragraph 4 of Schedule 2), enables a single national security determination to be 

made covering multiple sets of fingerprints where one of three conditions apply. The first 

condition is that the second, or subsequent, set of fingerprints was taken under PACE and that 

one of the sets of fingerprints held by the police (be it the original set or another set) was taken 

in connection with a terrorist investigation. The second condition is that the further set (or 

sets) of fingerprints was taken under Schedule 8 to the 2000 Act, Schedule 6 to the 2011 Act or 

Schedule 3 to the Act. The third condition is that the further set of fingerprints is material to 

which section 18 of the 2008 Act applies. Where one of these conditions is met, the retention 

regime in sections 63E to 63O of PACE would apply to each set of fingerprints. Consequently, 

a national security determination made under section 63M of PACE in respect of the original 

set of fingerprints would also authorise the retention of any subsequent set of fingerprints 

taken or held under PACE or one of the other regimes, but the subsequent set(s) of 

fingerprints would fall to be destroyed on expiry of that national security determination. If the 

original set of fingerprints is required to be destroyed under the provisions in PACE, it may 

still be possible to retain the second and any subsequent set of fingerprints if the relevant 

retention regime applicable to those fingerprints so provides. Paragraphs 8, 11, 14, 17 and 20 

make analogous provision under the retention regimes provided for in the 1995 Act, 2000 Act, 

2008 Act, 2011 Act and 2012 Act respectively. It is a feature of each of the analogous provisions 

that each set of fingerprints must have been taken from a person arrested or detained or made 

subject to a TPIM notice in the relevant jurisdiction, or in the case of material to which section 

18 of the 2008 Act applies is held under the law of the same part of the UK. So, for example, a 

single national security determination could not be made in respect of two sets of fingerprints, 

one taken under PACE by a police force in England and Wales and the other taken by Police 

Scotland under the 1995 Act. 

Chapter 4: Miscellaneous 

Section 20: Persons vulnerable to being drawn into terrorism  

127  Subsections (2) to (7) amend provisions in Part 5 of the 2015 Act which provides the statutory 

underpinning of the Government’s Prevent programme. The purpose of the Prevent programme 

is to stop people becoming terrorists or supporting terrorism. It deals with all kinds of 

international terrorist threats to the UK. The most significant of these threats is currently from 

Daesh and other terrorist organisations in Syria and Iraq. But terrorists associated with the 

extreme right also pose a continued threat to the United Kingdom’s safety and security. 

128  Prevent activity in local areas relies on the co-operation of many organisations to be effective. 

Chapter 1 of Part 5 of the 2015 Act underpins this co-operation with a duty on  specified 

authorities (listed in Schedule 6 to the 2015 Act), including local authorities, the police, prisons 

and probation providers, and education and health providers, to have due regard, when 

performing their functions, to the need to prevent people being drawn into terrorism. In 

2017/18, a total of 7,318 individuals were subject to a referral due to concerns that they were 

vulnerable to being drawn into terrorism (Individuals referred to and supported through the 

Prevent programme, April 2017 to March 2018, Home Office Statistical Bulletin 31/18. 

129  The “Channel” programme in England and Wales is a multi-agency programme which 

provides tailored support to people who have been identified as at risk of being drawn into 

terrorism. Through the programme, agencies work together to assess the nature and the extent 

of this risk and, where necessary, provide an appropriate support package tailored to 

individual needs. In 2017/18, 394 people received Channel support following a Channel panel 

(Individuals referred to and supported through the Prevent programme, April 2017 to March 2018, 

Home Office Statistical Bulletin 31/18). In Scotland, the programme is known as “Prevent 

Professional Concerns”. 

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/763254/individuals-referred-supported-prevent-programme-apr2017-mar2018-hosb3118.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/763254/individuals-referred-supported-prevent-programme-apr2017-mar2018-hosb3118.pdf
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130  Chapter 2 of Part 5 of the 2015 Act underpins the Channel arrangements. In particular, section 

36 requires local authorities to establish a panel (known as a “Channel panel”) to discuss and, 

where appropriate, determine the provision of support for people who have been identified 

by the police as at risk of being drawn into terrorism. The panel must determine what support 

may be provided and in what circumstances. Subsections (3) and (4) amend section 36 to 

enable a local authority, as well as the police, to refer an individual who they believe to be 

vulnerable to being drawn into terrorism to a Channel panel. Section 38 requires the partners 

of a panel (that is, those bodies listed in Schedule 7 to the 2015 Act) to cooperate with the 

panel to allow the panel to make informed decisions and carry out its functions. There is an 

associated duty to cooperate with the police, in particular, in relation to their function of 

determining whether an individual should be referred to a panel for the carrying out of an 

assessment. Subsections (6) and (7) amend section 38 so that the duty on the partners of a 

panel to cooperate with the police in discharging their functions under section 36 extends to a 

duty to co-operate with a local authority carrying out such functions. The partners of a panel 

must have regard to statutory guidance issued by the Secretary of State.  

131  Subsections (8) to (10) place a duty on the Secretary of State to establish an independent 

review of “the Government strategy for supporting people vulnerable to being drawn into 

terrorism”. The review must be established within six months of Royal Assent and the report 

of the review and any recommendations, together with the Government response, must be 

published within 18 months of Royal Assent.   

Section 21: Terrorism reinsurance 

132  This section amends section 2 of the Reinsurance (Acts of Terrorism Act) Act 1993 (“the 1993 

Act”). The 1993 Act was introduced after the insurance industry withdrew cover for terrorism 

related damage due to the IRA bombing campaign on London in the 1990s. Businesses were 

left unable to protect themselves from the costs of future attacks and this put the 

competitiveness of the UK economy at risk. To address this, the then Government worked 

with the insurance industry to establish a Government-backed reinsurer of the risk of damage 

to commercial property caused by an act of terrorism – the Pool Reinsurance Company 

Limited, otherwise known as Pool Re. Government support was provided through a 

Government guarantee of Pool Re, ensuring that it would still be able to cover claims resulting 

from terror attacks even if its own reserves were depleted. Section 1(1) of the 1993 Act 

provides parliamentary authority for the Government to meet any financial obligations 

arising from this guarantee. Section 1(2) requires a copy of the agreement with Pool Re to be 

laid before Parliament; the current agreement, dated March 2015, is available here. 

133  As a reinsurer, Pool Re enables insurers to more efficiently manage their terrorism risk. 

Insurers agree to take on businesses’ terrorism-related financial risk in exchange for a 

premium. The insurers then cede some of the liabilities of this risk, as well as a share of the 

premiums, to Pool Re. This enables insurers to provide a greater amount of terrorism 

insurance cover than they would otherwise be able to afford to by reducing their liabilities 

following a terror attack. 

134  Section 2 of the 1993 Act sets out the scope of the reinsurance arrangements to which the Act 

applies. Under section 2(1) such arrangements can only offer reinsurance cover for costs that are 

contingent on physical damage to property following an act of terrorism, or any loss that is 

consequential on such damage. So, for example, the Pool Re scheme would cover bomb damage 

to commercial premises, including the consequential loss to the business arising from the need 

to close the business for a period to make good the damage. The extension of the terror threat to 

cover not only bomb attacks causing physical damage to commercial property but also the use 

of vehicles and knives targeting individuals has led to a gap developing in the cover that Pool 

Re offers. In the case of the June 2017 terrorist attack on Borough Market, there was limited 

https://www.gov.uk/government/publications/prevent-duty-guidance
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/417146/Pool_Re_-_Retrocession_Agreement.pdf
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physical damage to the market, but traders lost business as a result of the week-long closure of 

the market to enable the police to investigate the crime scene. As the losses incurred by Borough 

Market businesses were not consequential on physical damage to commercial property, any 

terrorism-related insurance backed by Pool Re and held by those businesses may not have 

covered such losses. While Pool Re is not the only reinsurer of terrorism risk in Great Britain, 

this gap means that some businesses are potentially uninsured for any business interruption 

losses linked to a terrorist attack but that were not as a result of physical damage.  

135  To address this gap, subsections (2) and (3) amend section 2 of the 1993 Act the effect of which 

is to allow Pool Re to provide reinsurance cover for any financial loss suffered by businesses 

that are not directly caused by physical damage to property, although still the result of an act 

of terrorism (defined, by section 2(2), as “acts of persons acting on behalf of, or in connection 

with any organisation which carries out activities directed towards the overthrowing or 

influencing, by force or violence, of Her Majesty’s government in the United Kingdom or any 

other government de jure or de facto”). 

Part 2: Border security 

Section 22 and Schedule 3: Port and border controls 

136  Schedule 3 contains powers to stop, question, search and detain a person at UK ports and the 

Northern Ireland border area for the purpose of determining whether the person appears to 

be someone who is, or has been, engaged in hostile activity. The provisions are modelled on 

those in Schedule 7 to the 2000 Act which contain similar powers to stop, question, search and 

detain persons at a UK port or the Northern Ireland border area for the purpose of 

determining whether they are or have been concerned in the commission, preparation or 

instigation of acts of terrorism.  

137  Paragraph 1 vests the powers in examining officers, namely constables or immigration or 

customs officers designated under the provisions of Schedule 7 to the 2000 Act (see paragraph 

57(3)). The powers are exercisable at a UK port or in the border area in Northern Ireland (see 

paragraph 57(6)) in respect of a person entering or leaving Great Britain or Northern Ireland, 

or travelling by air within the United Kingdom (condition 1). They are also exercisable in 

respect of a person on a ship or aircraft that has arrived at a place in Great Britain or Northern 

Ireland (condition 2); as such, the power would apply where, amongst other circumstances, a 

person had arrived at a sea port in Great Britain having sailed from a port in Northern Ireland 

(and vice versa).  

138  The selection of a person for examination is not conditional upon the examining officer having 

grounds to suspect that person of being, or having been, engaged in hostile activity 

(paragraph 1(4)). 

139  Paragraph 1(5) and (6) define "hostile activity" and "hostile act" respectively. A person is 

engaged in hostile activity for the purpose of Schedule 3 if he or she is, or has been, concerned 

in the commission, preparation or instigation of a hostile act carried out for, or on behalf of, a 

State other than the UK or otherwise in the interests of a State other than the UK. The activity 

could be carried out wittingly or unwittingly (paragraph (7)(a)), in the latter case perhaps by a 

person duped into attempting to smuggle something out of the UK that is damaging to 

national security. A hostile act is one that threatens national security or the economic well-

being of the UK in a way that is relevant to the interests of national security or is an act of 

serious crime. Serious crime for these purposes is defined in paragraph (7)(d). The terms 

"national security" and "economic well-being" take their ordinary meaning. Acts that would 

threaten national security would include espionage and sabotage. Acts that would threaten 

the economic well-being of the UK would include acts that damage the country’s critical 

infrastructure or disrupt energy supplies to the UK.  
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140  Paragraph 2 contains a separate power to question a person in the Northern Ireland border 

area in order to establish whether the person is in that area for the purpose of entering or 

leaving Northern Ireland. This is essentially a pre-cursor power to enable an examining officer 

to determine whether condition 1 in paragraph 1 is met. 

141  Paragraph 3 places certain obligations on a person who is subject to an examination under 

paragraphs 1 and 2, including providing the examining officer with any information he or she 

requests and which is in the person’s possession. Such information may be provided either by 

answering the examining officer’s questions or providing documents (whether in hard copy 

or held on an electronic device). Wilful failure to provide information would constitute an 

offence under paragraph 23 of the Schedule. 

142  Paragraph 4 confers ancillary powers to stop a person or vehicle, or detain a person, for the 

purpose of conducting an examination. If necessary, paragraph 52 confers a power to use 

reasonable force to affect a stop or detention. 

143  Paragraph 5 sets separate time limits of one hour on the period during which a person may be 

examined without being detained and then provides for an overall limit of six hours on the 

period a person may be examined (including any period of detention). In calculating the time 

spent in detention, any period spent in hospital receiving medical treatment or in travelling to 

or from a hospital is to be disregarded provided the detainee is not being questioned during 

such time. 

144  Paragraph 6 debars answers or information given orally by a person during the course of an 

examination being used in a subsequent criminal trial. The bar is not absolute; paragraph 6(2) 

enables an answer or information given orally by a person in response to a question asked as 

part of a Schedule 3 examination to be used in evidence in a criminal trial in the following 

circumstances: 

• Proceedings for an offence under paragraph 23 of Schedule 3; 

• On a prosecution for perjury (as defined, in the case of England and Wales and 

Northern Ireland, in paragraph 6(4)); 

• On a prosecution for another offence where, in giving evidence, the defendant 

makes a statement inconsistent with the answer or information provided by him 

or her in response to a Schedule 3 examination (but only if the defendant or their 

representative adduces evidence, or asks a question, relating to that answer or 

information). 

145  This bar only applies to information provided orally to an examining officer. There is no bar 

(as considerations of self-incrimination do not arise) to prosecutors relying, in criminal 

proceedings against an examinee, on information, for example downloaded from an electronic 

device, obtained from the examinee during the course of a search conducted under Schedule 

3. 

146  Paragraphs 7 to 10 make provision for searches. Paragraph 7 enables an examining officer to 

search a ship or aircraft to ascertain whether there is anyone on board he or she may wish to 

examine under paragraph 1. Paragraph 8 enables an examining officer to search a person 

questioned under paragraph 1, his or her possessions (including those that are, have been or 

are about to be on a ship or aircraft) and any vehicle he or she has travelled in. Such a search 

must be conducted by a person of the same sex and must not extend to an intimate search 

(paragraph 8(4) and (7)). Paragraph 8(5) prevents a person from being strip searched (as 

defined in paragraph 8(7)) unless: the person has been detained; an examining officer has 
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reasonable grounds to suspect that the person is concealing something which may be 

evidence that the person is engaged in hostile activity; and a strip search has been authorised 

by a senior officer (as defined in paragraph 8(6)). Paragraph 9 confers a power to examine 

goods entering or leaving the country (including postal items) to determine whether they 

have been used in connection with hostile activity. This includes goods held at the premises 

operated by a sea or air cargo agent, and in transit sheds. Paragraph 10 allows an examining 

officer to authorise another person to carry out a search or examination of goods on the 

officer’s behalf.  

147  Paragraphs 11 to 16 provide for the retention of property, which includes documents given to 

an examining officer by a person subject to an examination or items found in a search under 

paragraph 8 or an examination under paragraph 9. Any article may be retained for up to 

seven days to enable it to be examined. An article may alternatively be retained for such 

period as is necessary where there is a belief that: it may be needed as evidence in criminal 

proceedings or in connection with a decision whether to make a deportation order; that it 

could be used in connection with carrying out a hostile act; or that its retention is necessary 

for the purpose of preventing death or significant injury. The retention rules provided here, 

and in paragraph 14 in relation to copies, are without prejudice to those provided for under 

any other enactment, for example, the Investigatory Powers Act 2016. 

148  Paragraphs 12 and 13 sets out the procedure governing the retention of an article retained on 

the basis that the examining officer believes it could be used in connection with the carrying 

out of a hostile act or that it is necessary to retain the article for the purpose of preventing 

death or significant injury. The Investigatory Powers Commissioner (established under 

section 227 of the Investigatory Powers Act 2016) must be informed as soon as is reasonably 

practicable. The Investigatory Powers Commissioner has the power to order that the article is 

destroyed or to authorise its retention if he or she is satisfied that there are reasonable 

grounds to believe that it has been or could be used in connection with the carrying out of a 

hostile act or that returning the article could result in a risk of death or significant injury. 

Stronger safeguards apply to the retention and use of confidential material. The definition of 

confidential material, in paragraph 12(10) and (11), covers: 

• Confidential journalistic material, as defined in section 264(6) and (7) of the 

Investigatory Powers Act 2016; 

• Items subject to legal privilege;  

• Personal records which a person has acquired or created in the course of any 

trade, business, profession or other occupation or for the purposes of any paid or 

unpaid office and which he or she holds in confidence; 

• Other material acquired in the course of a trade etc. that is held in confidence; 

and  

• Human tissue or tissue fluid which has been taken for the purposes of diagnosis 

or medical treatment and which a person holds in confidence. 

149  The Commissioner may authorise the retention of confidential material if satisfied that the 

material will be held securely and will be used only as far as necessary and proportionate for 

a relevant purpose (that is, if its use is necessary in the interests of national security or the 

economic well-being of the UK so far as those interests are also relevant to the interests of 

national security, for the purpose of preventing or detecting serious crime or for the purpose 

of preventing death or significant injury) (paragraph 12(5)). In the case of information held on 
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an electronic device, such use could include examination of the information. If the 

Commissioner is not satisfied of the matters in paragraph 12(5), he must exercise the power to 

order destruction or order the return of the material to the person from whom it was seized. 

Such a determination by the Commissioner does not preclude the retention of the material 

where the officer believes that it may be needed for use as evidence in criminal proceedings or 

in connection with a decision whether to make a deportation order. If the Commissioner 

authorises retention and use of the article, the Commissioner may impose any conditions he 

or she thinks appropriate in relation to its retention or use.  

150  Before making a determination under paragraph 12, the Commissioner must invite and 

consider written representations from affected parties, including the person from whom the 

article was seized (see paragraph 13(1) and (6)). Where a determination to destroy or retain 

the article is then made, the Commissioner must inform the person from whom the article was 

taken. 

151  By virtue of section 227(8), the Investigatory Powers Commissioner may delegate his or her 

functions under paragraph 12 to a Judicial Commissioner. Where a determination is made by 

a Judicial Commissioner, an affected party may ask the Investigatory Powers Commissioner 

to reconsider a determination made by the Judicial Commissioner. A decision of the 

Investigatory Powers Commissioner may be challenged by seeking judicial review of the 

decision.   

152  The process for securing authorisation for the retention and use of an examinee's property 

could take approximately four weeks or longer. Paragraphs 14 to 16 provide for an expedited 

process where there is an urgent need for the article to be examined or otherwise used for the 

purpose of preventing (i) the carrying out of a hostile act, or (ii) death or significant injury, or 

for the purpose of mitigating the risk of any such act, death or injury occurring. The urgent 

process can be invoked if the time it would take for the requirements of paragraphs 12 and 13 

to be complied with in relation to the article would not enable such use to take place with 

sufficient urgency. It allows the examining officer, with the approval of a senior officer not 

below the rank of superintendent, to examine the property (as well as take copies of 

information from it, including confidential material) before a decision has been made by the 

Commissioner. This mechanism would require authorisation to be given or withheld by the 

Commissioner (or a judicial commissioner) after the event (and where the Commissioner 

withholds authorisation, he or she would have the power to direct that the article be returned 

and information taken from it, including copies, not used and destroyed). As with the 

standard process provided for in paragraph 13, the decision of the Commissioner will be 

taken after consideration of any representations made by affected parties and there will also 

be an opportunity to appeal that decision where it has been delegated to a judicial 

commissioner. 

153  Paragraph 17 provides a power to make and retain copies of anything obtained under 

paragraphs 3, 8 or 9 of the Schedule. The copy may be retained for as long as is necessary: for 

the purpose of determining whether a person is engaged in hostile activity; where there is a 

belief that it may be needed for use as evidence in criminal proceedings or in connection with 

a decision whether to make a deportation order; where retention is in the interests of national 

security, the economic well-being of the United Kingdom so far as those interests are also 

relevant to the interests of national security, where necessary for the purpose of preventing or 

detecting an act of serious crime, or while there officer believes it is necessary to prevent death 

or significant injury. 

154  Paragraphs 18 to 22 set out the procedure governing the retention of copies that consist of or 

includes confidential material (see paragraph 152 above as to the meaning of confidential 

material).  
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155  The Investigatory Powers Commissioner must be informed as soon as is reasonably 

practicable. The Commissioner may authorise the retention of the copy if two conditions are 

satisfied. The first is that the Commissioner believes retention is necessary in the interests of 

national security or the economic well-being of the UK so far as those interests are also 

relevant to the interests of national security, or for the purpose of preventing or detecting 

serious crime or preventing death or significant injury. The second condition is that the 

Commissioner is satisfied that the confidential material will be held securely and that it will 

be used only as far as necessary and proportionate for a relevant purpose (as defined in 

paragraph 18(9)). If these two conditions are not met, the Commissioner must order the 

destruction of the copy. The obligation on the police to then destroy the copy would not apply 

if the copy was believed to be needed for use as evidence in criminal proceedings or in 

connection with a decision whether to make a deportation order. Even if the conditions are 

met, the Commissioner may still impose any conditions the Commissioner thinks necessary as 

to the use or retention of the copy.  

156  Paragraph 20 provides for an urgent process for the retention and use of copies that consist of 

or include confidential material. This mirrors the process described above in relation to a 

person’s property. This also ensure that the non-urgent process for retention of copies works 

in the same way as the non-urgent retention process for a person’s property, including by 

enabling affected parties to make representations to the Commissioner. 

157  Paragraph 23 provides for two criminal offences, as follows: 

• Wilful failure to comply with a duty imposed under Part 1 of the Schedule, for 

example the duty in paragraph 3(a) on a person subject to a Schedule 3 

examination to give the examining officer any information that the officer 

requests; 

• Wilful obstruction or frustration of a search or examination under Part 1 of the 

Schedule, for example a refusal by a person subject to a Schedule 3 examination 

to provide an examining officer with the password for an electronic device so 

that the officer can examine its content. 

The maximum penalty for the offence is three months’ imprisonment, or a fine of £2,500, or 

both.  

158  Paragraph 24 provides that the rights conferred by section 1 of the Immigration Act 1971 are 

not a barrier to the exercise of the powers in Part 1 of Schedule 3. Section 1 of the Immigration 

Act 1971 provides, amongst other things, that persons with a right of abode in the United 

Kingdom are free to come and go into and from the United Kingdom “without let or 

hindrance” except as required by the Immigration Act to enable a person’s right of abode to 

be established. 

159  Paragraph 25 provides that a person detained under Schedule 3 may be detained at a place 

designated by the Secretary of State under paragraph 1(1) of Schedule 8 to the 2000 Act. 

160  Paragraph 26 confers power on an examining officer to take steps to photograph, measure or 

identify a detainee. This paragraph does not confer a power to take the fingerprints of a 

detainee or take a DNA sample; such powers are instead conferred by paragraphs 34 (in 

relation to England and Wales and Northern Ireland) and 42 (in relation to Scotland).  

161  Paragraph 27 requires the video recording (with sound) of any interview by a constable of a 

detainee conducted at a police station. The requirement to video record interviews does not 

apply to an examination that takes place at a port or border area.  
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162  Paragraph 28 provides that a detainee is to be considered in legal custody throughout the 

period of the detainee’s detention.  

163  Paragraphs 29 to 33 set out the rights of persons detained in England, Wales and Northern 

Ireland. Paragraphs 37 to 41 make analogous provision for detainees in Scotland. These rights 

apply to persons detained at ports as well as at a police station. The rights are: the right of a 

detained person in England and Wales or Northern Ireland to have a named person informed 

of the fact of his or her detention (paragraph 29); the right of a detained person in England 

and Wales or Northern Ireland to consult a solicitor in private (paragraph 30); and the right of 

a detained person in Scotland to have a solicitor or another person informed of the fact of his 

or her detention and to consult a solicitor in private (paragraphs 37). These rights may be 

qualified by paragraphs 31 and 32 in relation to England and Wales and Northern Ireland, 

and paragraph 39(4) and (7) in relation to Scotland in that a police officer of at least the rank of 

superintendent may, in certain exceptional circumstances, require the detainee to consult a 

different solicitor of the detainee’s choosing (in practice, this is likely to be the duty solicitor). 

For example, such circumstances could include where continuing to have a consultation with 

the original solicitor could lead to interference with or harm to evidence of a serious offence.  

164  Paragraphs 34 to 36 make provision for the taking of fingerprints and DNA samples from 

persons detained in England, Wales and Northern Ireland with or without their consent. 

Paragraph 42 makes analogous provision for detainees in Scotland by applying the provisions 

in section 18 of the 1995 Act with necessary modifications.  

165  Paragraphs 43 to 51 establish rules governing the retention and destruction of fingerprints, 

DNA samples and DNA profiles derived from samples. 

166  Paragraph 43 sets out the basic rules governing the destruction of fingerprints and DNA 

profiles taken under the power in Schedule 3 (“paragraph 43 material”). Paragraph 43(2) 

requires the destruction of paragraph 43 material if it appears to the responsible chief officer 

of police that the material was taken unlawfully. Any other paragraph 43 material must be 

destroyed as soon as reasonably practicable, subject to the operation of the provisions in 

paragraphs 44, 46 or 47 detailed below. It is a general feature of these provisions that material 

must be destroyed unless one or more of those paragraphs applies to that material, in which 

case the paragraph which delivers the longest retention period will determine the period of 

retention.  

167  Paragraph 43(5) and (6) enables a person’s paragraph 43 material, which would otherwise fall 

to be destroyed, to be retained for a short period until a speculative search of the relevant 

databases has been carried out. The fingerprints and DNA profile of a detained person may be 

searched against the national fingerprint and DNA databases respectively to ascertain 

whether they match any other fingerprints or DNA profile on those databases. Where such a 

match occurs, it may serve to confirm the person’s identity, indicate that he or she had 

previously been arrested or detained under a different name, or indicate that the person may 

be linked to a crime scene from which fingerprints or a DNA sample had been taken. 

168  Paragraph 44(1) governs the retention period applicable where a person has been convicted of 

a recordable offence (or, in Scotland, an offence punishable by imprisonment). Where a person 

has been convicted of a recordable offence (other than a single exemption conviction, as 

defined in paragraph 45(4)), his or her paragraph 43 material may be retained indefinitely. 

Paragraph 45 defines what constitutes a conviction for these purposes; the definition includes 

convictions abroad for offences which would constitute a recordable offence in this country. 

The definition of a conviction in paragraph 45 includes convictions in overseas jurisdictions. 

Paragraph 44(3) and (4) provides that where a person has no previous conviction, or a single 

exempt conviction, his or her fingerprints and DNA profile may be retained for six months.  
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169  Paragraph 46 makes provision for the retention of material for the purposes of national 

security. Where a person’s paragraph 43 material would otherwise fall to be destroyed, it may 

be retained for up to five years where a chief officer of police determines that it is necessary to 

retain it for the purposes of national security (a “national security determination”). A chief 

officer may renew a national security determination in respect of the same material, thus 

further extending the retention period by up to five years at a time. 

170  Paragraph 47 deals with the situation where the police hold multiple sets of fingerprints in 

respect of the same individual. Where the original set of fingerprints is paragraph 43 material, 

this paragraph enables a single national security determination to be made covering multiple 

sets of fingerprints where two conditions apply. The first condition is that the second, or 

subsequent, set of fingerprints is paragraph 43 material or was taken or provided under 

PACE, the Police and Criminal Evidence (Northern Ireland) Order 1989, the 1995 Act, 

Schedule 8 to the 2000 Act or Schedule 6 to the 2011 Act. The second condition is that each set 

of fingerprints must have been taken from a person arrested or detained in the relevant 

jurisdiction, or made subject to a TPIM notice. Where these conditions are met, the retention 

regime in Schedule 3 would apply to each set of fingerprints. Consequently, a national 

security determination made under paragraph 45 in respect of the original set of fingerprints 

would also authorise the retention of any subsequent set of fingerprints taken under the listed 

provisions. If the original set of fingerprints is required to be destroyed under the provisions 

in the Schedule, it may still be possible to retain the second and any subsequent set of 

fingerprints if the relevant retention regime applicable to those fingerprints so provides. 

171  Paragraph 48 provides that all copies of fingerprints and DNA profiles held by the police 

must be destroyed when the obligation to destroy material set out in paragraph 43 applies. 

172  Paragraph 49 provides for the immediate destruction of samples if it appears to the 

responsible chief officer of police that the material was taken unlawfully. In addition, DNA 

samples must be destroyed as soon as a DNA profile has been satisfactorily derived from the 

sample (including the carrying out of the necessary quality and integrity checks) and, in any 

event, within six months of the taking of the sample. Any other sample must similarly be 

destroyed within six months of it having been taken. Paragraph 49(6) enables a person’s DNA 

or other sample, which would otherwise fall to be destroyed, to be retained until a DNA 

profile has been derived from the sample and a speculative search of the relevant database has 

been carried out. 

173  Paragraph 50 restricts the purposes for which fingerprints and DNA samples and profiles 

may be put, namely they may only be used in the interests of national security, for the 

purposes of a terrorist investigation, for the investigation of crime or for identification-related 

purposes. Where a responsible chief officer of police considers that a relevant search (that is, 

the checking of fingerprints or DNA profiles against other material held) is desirable, 

paragraph 50(2) provides an express power to carry out such a search. Paragraph 50(3) 

provides that, once the new requirement to destroy material applies, the material cannot be 

used in evidence against the person to whom it relates or for the purposes of the investigation 

of any offence. 

174  Paragraphs 52 to 55 provide for the review of detention of a person detained under Schedule 

3. Paragraph 52 provides that a person’s detention under Schedule 3 must be reviewed 

periodically by a review officer no later than one hour after the start of detention and at 

subsequent intervals of no more than two hours. The review officer may authorise continued 

detention only if satisfied that it remains necessary for the purposes of exercising a power 

conferred by paragraph 1 or 2 of Schedule 3 (questioning for the purpose of determining 

whether the person appears to be a person who is or has been engaged in hostile activity). If 

the review officer does not authorise continued detention then the person must be released. 
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The other paragraphs specify that the review officer must give a detained person or their 

solicitor an opportunity to make representations about their detention (paragraph 53), must 

ensure that the detained person is informed of any rights that are unexercised or have been 

delayed (paragraph 54) and must make a written record of the review and must inform the 

detained person if continued detention is authorised (paragraph 55). 

175  Paragraph 56 requires the Home Secretary to issue a code of practice about the training of 

examining officers, the exercise by examining officers of the powers under the Schedule, the 

video recording of interviews of detainees and reviews of detention under Part 3 of the 

Schedule. Examining officers must carry out their functions under the Schedule in accordance 

with the code of practice. Paragraph 57 provides for the code of practice, any revisions of the 

code, to be brought into force by regulations (subject to the affirmative procedure). 

176  Paragraph 60 enables information acquired by an examining officer to be supplied to the 

Home Office for use in relation to immigration, by customs officers, a police officer, the 

National Crime Agency or other person specified in regulations (subject to the affirmative 

procedure). Section 19 of the 2008 Act separately enables any person to disclose information to 

any of the intelligence services for the purposes of the exercise by that service of any of its 

functions. 

177  Paragraph 62 places a duty on the Investigatory Powers Commissioner to keep under review 

the operation of the provisions in Schedule 3 and report annually to the Secretary of State (in 

practice, the Home Secretary). The report must be laid before Parliament (subject to a power 

to redact certain sensitive information). The Commissioner (supported by other Judicial 

Commissioners) has a broad remit to keep under review the use of investigatory powers as 

provided for in section 229 of the Investigatory Powers Act 2016. As the duty under this 

paragraph will form one of the functions of the Investigatory Powers Commissioner, it will 

attract the various ancillary powers in the Investigatory Powers Act 2016, including those in 

sections 227 (which enables the Investigatory Powers Commissioner to delegate functions to 

the Judicial Commissioners), 235 (which requires people to provide a Judicial Commissioner 

with all the information and documents that the Judicial Commissioner may need) and 238 

(which enables the Investigatory Powers Commissioner to delegate certain functions to his 

staff). Paragraph 55(5) applies the provisions in section 229(6) and (7) of the Investigatory 

Powers Act 2016. Those provisions seek to ensure that the oversight activities of the Judicial 

Commissioners do not have a negative effect upon the ability of law enforcement agencies 

and security and intelligence agencies to perform their statutory functions. The Judicial 

Commissioners will have to decide for themselves if their proposed activity would, for 

example, prejudice national security or impede the effectiveness of operations.  

178  Paragraph 63 amends Schedule 4 to the Channel Tunnel (International Arrangements) Order 

1993. The effect of paragraph 63(1) is to modify the provisions in Schedule 3 so as to adapt to 

rail traffic passing through the Channel Tunnel the provisions of the Schedule which are 

framed in terms of movements by sea and air.  

Part 3: Final provisions 

Section 23: Minor and consequential amendments 

179  Subsection (1) introduces Schedule 4 which makes minor and consequential amendments to 

other enactments. 

180  Subsections (2) to (7) confer on the Secretary of State (in practice the Home Secretary) a power, 

by regulations, to make further consequential amendments (that is, additional to those in 

Schedule 4) to other enactments which arise from the provisions in the Act. Any regulations 
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that amend or repeal primary legislation are subject to the affirmative procedure. Any other 

regulations made under the power conferred by this section are subject to the negative 

procedure.  

Schedule 4: Minor and consequential amendments 

181  Part 1 of Schedule 4 makes amendments to enactments consequential upon the provisions in 

Section 8. 

182  Section 49 of the Children and Young Persons Act 1933 provides for automatic restrictions on 

reporting legal proceeding in relation to children and young persons under 18. A court may, 

in certain circumstances, disapply such restrictions in the case of a child or young person who 

is unlawfully at large for the purpose of apprehending him or her (section 49(5)(b)).  This 

ability to waive the reporting restrictions applies in the case of a child or young person who 

has been charged with, or convicted of, is a sexual offence or a violent offence specified in 

Schedule 15 to the 2003 Act (or one that is punishable if committed by an adult with a 

sentence of imprisonment of fourteen years or more). Paragraph 1 amends section 49 of the 

Children and Young Persons Act 1933 to add a reference to a terrorism offence as listed in the 

new Part 3 of Schedule 15 to the 2003 Act. 

183  Section 3AA of the Bail Act 1976 sets out the conditions that must be satisfied before a court 

may impose electronic monitoring on a child or young person to ensure compliance with bail 

conditions. One such requirement is that the offence in respect of which the child or young 

person has been charged with, or convicted of, is a sexual offence or a violent offence specified 

in Schedule 15 to the 2003 Act (or one that is punishable if committed by an adult with a 

sentence of imprisonment of 14 years or more). Paragraph 3(3) amends section 3AA of the Bail 

Act 1976 to add a reference to a terrorism offence as defined in the new Part 3 of Schedule 15 

to the 2003 Act. Paragraph 3(4) makes a like amendment to section 3AAA of the Bail Act 1976 

which provides for a modified version of the conditions in section 3AA in respect of children 

and young persons concerned in extradition proceedings. Paragraph 3(2) adds a definition of 

a terrorism offence to the interpretation section (section 2) of the Bail Act 1976.   

184  Part 6 of the Licensing Act 2003 establishes a regime for the supply of alcohol to be regulated 

by the granting of personal licences to individuals. Where an applicant for a personal licence 

or a licensee has a conviction for a “relevant offence”, unless spent, this must be taken into 

account by a licensing authority in its consideration of an application for the grant or renewal 

of a personal licence (sections 120 and 121 of the Licensing Act 2003). If an existing personal 

licence holder is convicted of a relevant offence, his or her licence may be forfeited or 

suspended (section 129). The list of relevant offences is set out in Schedule 4 to the Licensing 

Act 2003 and includes violent offences specified in Part 1 of Schedule 15 to the 2003 Act. 

Paragraph 8 adds specified terrorism offences in the new Part 3 of Schedule 15 to the 2003 Act 

to the list of relevant offences.  

185  Paragraph 10 amends provisions in Chapter 2 of Part 3 of the Domestic Violence, Crime and 

Victims Act 2004 (“the 2004 Act”). That Chapter confers rights on victims of violent and sexual 

offences to make representations to and receive certain information from local probation 

boards. The right to make representations relates to whether the offender should be subject to 

any licence conditions or supervision requirements in the event of his or her release from 

custody and, if so, what those licence conditions or supervision requirements should be. The 

victim then has a right to information about any licence conditions or supervision 

requirements to which the offender is to be subject on his or her release. The definition of a 

sexual or violent offence (in section 45 of the 2004 Act), in part, draws on the list of sexual and 

violent offences in Schedule 15 to the 2003 Act. The amendments to Chapter 2 of Part 3 of the 

2004 Act provide that the rights conferred by that Chapter are extended to the victims of 

terrorism offences as listed in the revised Schedule 15 to the 2003 Act.    
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186  Paragraph 11 makes consequential amendments to sections 219A and 221A of the Armed 

Forces Act 2006 which provide for extended determinate sentences for adult and young 

offenders respectively convicted under Service law.  

187  Paragraph 12(3) repeals spent provisions in section 138 of the Coroners and Justice Act 2009.  

188  Paragraph 13 amends provisions in Chapter 3 of Part 3 of the Legal Aid, Sentencing and 

Punishment of Offenders Act 2012 (“LASPO Act”) which makes provision for the remanding 

of children to local authority accommodation or youth detention accommodation.  

189  Section 94 of the LASPO Act sets out five requirements that must be satisfied before a court 

may impose electronic monitoring on a child remanded to local authority care. One such 

requirement is that the offence in respect of which the child has been charged or convicted is a 

sexual offence or a violent offence specified in Schedule 15 to the 2003 Act (or one that is 

punishable if committed by an adult with a sentence of imprisonment of 14 years or more). 

Paragraph 13(2) amends section 94 to add a reference to a terrorism offence as defined in the 

new Part 3 of Schedule 15 to the 2003 Act. Paragraph 13(3) makes a like amendment to section 

95 of the LASPO Act which provides for a modified version of the five requirements in section 

94 in respect of children concerned in extradition proceedings.  

190  Under the LASPO Act, a child can be only be remanded to youth detention accommodation 

under the provisions of Chapter 3 of Part 3 if at least one of four sets of conditions set out in 

sections 98 to 101 is met. Section 98 applies to a child charged with or convicted of an offence 

and describes the first set of conditions that, if met, would allow the court to remand the child 

to youth detention accommodation. This set of conditions includes a requirement relating to 

the seriousness of the offence which must be either a violent or sexual offence (or one that is 

punishable if committed by an adult with a sentence of imprisonment of 14 years or more). 

Paragraph 10(4) amends section 98 to add a reference to a terrorism offence as defined in the 

new Part 3 of Schedule 15 to the 2003 Act. Paragraph 13(5) makes a like amendment to section 

100 of the LASPO Act which sets out an equivalent set of conditions to those in section 98, this 

time for a child in an extradition case. 

191  Paragraph 13(6) amends section 107 of the LASPO Act to add a definition of a terrorism 

offence for the purposes of Chapter 3 of Part 3 of that Act.  

192  Paragraphs 2, 4, 5, 6, 7 and 12(2) amend provisions in other enactments which directly or 

indirectly refer to the violent or sexual offences as defined by Schedule 15 to the 2003 Act to 

provide that the descriptor of those provisions refer to violent, sexual or terrorism offences.  

193  Part 2 of Schedule 4 makes amendments to enactments consequential upon the provisions in 

Section 10. 

194  Paragraph 16 amends section 55 of the Justice Act (Northern Ireland) 2015 which enables the 

courts in Northern Ireland to make a violent offences prevention order in respect of a person 

convicted of a specified offence where it considers it necessary for the purpose of protecting 

the public from the risk of serious violent harm.  Section 55(3) defines “specified offence” as 

“an offence for the time being listed in Part 1 of Schedule 2 to the Criminal Justice (Northern 

Ireland) Order 2008 (violent offences)”. The amendments to section 55 provide that the 

terrorism offences currently contained in Part 1 of Schedule 2 to the 2008 Order remain 

“specified [violent] offences” for the purposes of section 55 of the Justice Act (Northern 

Ireland) 2015, thereby ensuring that a violent offences prevention order may still be made in 

respect of such offences.   

195  Part 3 of Schedule 4 makes amendments to enactments consequential upon the provisions in 

Part 2 of the Act. 
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196  Section 34(2) of the Children and Young Persons Act 1933 requires that where a child or 

young person is in police detention, such steps as are practicable shall be taken to ascertain 

the identity of a person responsible for his or her welfare. Paragraph 17 amends section 34 to 

apply this requirement to a child or young person detained under Part 1 of Schedule 3. 

197  PACE makes provision for the treatment of persons in police detention following arrest, 

including provisions conferring a right to legal advice and provision relating to the taking and 

retention of fingerprints and DNA samples and profiles. Paragraph 18 amends PACE so that 

the provisions of that Act do not apply to persons detained under Schedule 3 (which contains 

equivalent provisions). Paragraph 20 makes like amendments to the Police and Criminal 

Evidence (Northern Ireland) Order 1989. 

198  Paragraph 19 amends section 8A of the Legal Aid (Scotland) Act 1986, which confers power 

on the Scottish Ministers, by regulations, to provide for non-means tested legal advice and 

assistance in relation to criminal matters to be available to the description of clients listed in 

that section. The amendment to section 8A adds to that description persons who are detained 

in Scotland under Schedule 3 to the Act or under section 41 of, or Schedule 7 to, the 2000 Act. 

The relevant regulation is regulation 8 of the Advice and Assistance and Civil Legal Aid 

(Financial Conditions and Contributions) (Scotland) Regulations 2011. Paragraph 27 amends 

regulation 8 so that State funded legal advice and assistance will be available to persons so 

detained.  

199  Paragraph 21 amends Schedule 4 to the Channel Tunnel (International Arrangements) Order 

1993. Paragraph 3 of Schedule 4 to that Order modifies the provisions in Schedule 7 to the 

2000 Act so as to adapt to rail traffic passing through the channel tunnel the provisions of that 

Schedule which are framed in terms of movements by sea and air. Paragraph 21(1) re-enacts 

the provisions in paragraph 3 of Schedule 4 to the Order with further necessary modifications 

to reflect recent changes made to Schedule 7, in particular by the 2015 Act.   

200  Section 18G of the 1995 Act makes provision for the retention of fingerprints and DNA 

profiles pursuant to a national security determination made by the chief constable of the 

Police Service of Scotland and section 19C specifies the purpose for which such biometric data 

may be used, including in the interest of national security. Paragraph 22 amends sections 18G 

and 19C so that these provisions apply to fingerprints and DNA profiles taken under the 

provisions of Schedule 3. 

201  Paragraph 23(2) amends section 41 of the 2000 Act to provide that where a person detained 

under Schedule 3 to the Act is subsequently arrested under section 41 on suspicion of being a 

terrorist, the period of examination and detention under Schedule 3 is to count towards the 

maximum period of pre-charge detention (14 days) under the 2000 Act. Paragraph 23(3) 

amends Schedule 8 to the 2000 Act to enable fingerprints and DNA profiles taken under that 

Schedule to be subject to a speculative search against fingerprints and DNA profiles taken 

under Schedule 3 to the Act. 

202  Section 3 of the Regulation of Investigatory Powers Act 2000 authorises certain kinds of 

interception without the need for a warrant under section 5 of that Act. Paragraph 24 amends 

section 3 of that Act, the effect of which is to add the interception of mail using the 

examination power in paragraph 9 of Schedule 3 to the Act to the categories of interception 

where a section 5 warrant is not required. 

203  Section 104 of the Postal Services Act 2000 provides for mail-bags, packets in the post and 

their contents, which are not the property of the Crown, to be given the same immunity from 

examination, seizure or detention, as if they were the property of the Crown. This immunity is 

subject to exceptions. Paragraph 25 adds the examination of mail under paragraph 9 of 

Schedule 3 to the Act to the list of exceptions. 
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204  Section 18 of the 2008 Act provides a statutory framework for the use and retention of DNA 

samples and profiles and fingerprints that are not held subject to other “existing statutory 

restrictions”. Paragraph 26 amends section 18 of the 2008 Act to add biometric material 

obtained under Schedule 3 to the Act to the list of existing statutory restrictions. 

205  Schedule 6 to the 2011 Act makes provision for the taking, retention and use of fingerprints 

and DNA samples and profiles from individuals subject to a TPIM notice. Paragraph 28 

amends paragraph 5 of Schedule 6 to the 2011 Act to enable fingerprints and DNA profiles 

taken under that Schedule to be subject to a speculative search against fingerprints and DNA 

profiles taken under Schedule 3 to the Act. 

206  Paragraph 29 amends section 20 of the Protection of Freedoms Act 2012 which sets out the 

functions of the Commissioner for the Retention and Use of Biometric Material (commonly 

known as the Biometric Commissioner). Those functions include the keeping under review of 

determinations made by chief officers of police and others that the fingerprints and DNA 

profiles of a person are required to be retained for national security purposes, and the use to 

which fingerprints and DNA profiles so retained are being put. The Biometric Commissioner 

also has a general function of keeping under review the retention and use, by the police and 

others, of fingerprints and DNA profiles not subject to a national security determination. The 

amendments bring fingerprints and DNA profiles taken under Schedule 3 to the Act within 

the statutory remit of the Biometric Commissioner.  

207  Section 15 of the Legal Aid, Sentencing and Punishment of Offenders Act 2012 gives the Lord 

Chancellor the power to prescribe in regulations when advice and assistance must be made 

available to individuals in connection with criminal proceedings. The relevant regulations are 

the Criminal Legal Aid (General) Regulations 2013. Paragraph 30 amends those regulations so 

that persons detained under Schedule 3 are eligible to receive the prescribed advice and 

assistance where they meet the qualifying criteria.  

208  Paragraphs 31 and 32 amend the Civil Legal Services (Financial) Regulations (Northern 

Ireland) 2015 and the Civil Legal Services (Remuneration) Order (Northern Ireland) 2015 

respectively so that persons detained in Northern Ireland under Schedule 7 to the 2000 Act, or 

under Schedule 3 to the Act, are eligible to receive legal advice and assistance in the same way 

as persons arrested and detained under the Police and Criminal Evidence (Northern Ireland) 

Order 1989. 

209  Section 47 of the Investigatory Powers Act 2016 provides that the interception of postal items 

is authorised (without the need for a warrant under that Act) where it is carried out by, 

amongst others, an examining officer under paragraph 9 of Schedule 7 to the 2000 Act. 

Paragraph 33 amends section 47 so that the interception of postal items by a Schedule 3 

examining officer similarly does not require a warrant under the Investigatory Powers Act 

2016. 

210  Part 4 of Schedule 4 makes other minor or consequential amendments.  

211  Paragraph 34 amends section 29 of the Criminal Procedure and Investigations Act 1996. 

Subsection (3) of that section requires a Crown Court judge to order a preparatory hearing 

where a defendant is charged with a terrorism offence as defined in subsection (6). The 

definition of a terrorism offence includes the offences in sections 56 to 59 of the 2000 Act. 

Paragraph 34 amends the description of those offences to include the new section 58B offence 

(as inserted by section 4) as well as the existing section 58A offence. 
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212  Paragraph 36 repeals section 13(2) of the 2000 Act. Section 13(2) of the 2000 Act, on the face of 

it, allows a constable in Scotland to arrest without warrant if he or she has reasonable grounds 

to suspect that a person is guilty of an offence under that section. However, this power has 

been superseded by section 1 of the Criminal Justice (Scotland) Act 2016 which contains a 

general power to arrest without warrant. Section 54 of that Act abolished any previously 

existing powers of arrest. This had the effect of rendering section 13(2) ineffective. 

213  Paragraph 37 amends section 23A of the 2000 Act. This section allows the court which convicts 

a person of certain terrorist offences to order the forfeiture of money or other property in the 

possession or under the control of the convicted person at the time of the offence and which 

either had been used for the purposes of terrorism or was intended by that person to be used 

for those purposes, or which the court believes will be used for the purposes of terrorism 

unless forfeited. Paragraph 37 adds the new offence of entering or remaining in a designated 

area (as provided for in section 4) to the list of relevant terrorist offences for the purposes of 

section 23A.   

214  Paragraph 38 amends section 118 of the 2000 Act to provide that where a person charged with 

the new offence of entering or remaining in a designated area (as inserted by section 4) puts 

forward the reasonable excuse defence, the burden of proof (to the criminal standard) to 

disprove the offence rests with the prosecution. 

215  Paragraph 4 of Schedule 14 to the 2000 Act includes provision enabling an examining officer 

to share information acquired during an examination under Schedule 7 to that act with 

specified persons, including the Secretary of State and a constable. Paragraph 4 of Schedule 14 

includes a power to add to the list of specified persons by regulations, paragraph 39 narrows 

this regulation-making power so that it can only be used to specify persons carrying out 

public functions.     

216  Paragraph 41 amends section 18E of the 2008 Act, which makes supplementary provision 

relating to the destruction and retention of biometric material, to replace an outdated 

reference to the Serious Organised Crime Agency with a reference to its successor body, the 

National Crime Agency. 

217  Paragraph 42 amends section 27 of the 2008 Act to add the new offence of entering or 

remaining in a designated area (as inserted by section 4) to the list of offences for the purposes 

of the post-charge questioning provisions in sections 22 to 24 of the 2008 Act.   

218  The amendments made by paragraphs 43 to 51 relate to the notification scheme in the 2008 

Act. 

219  Section 40 of the 2008 Act describes the scope of the notification scheme. Paragraph 43 amends 

section 40 to include reference to the new power to enter and search the homes of RTOs (as 

provided for in section 13). 

220  Section 41 of the 2008 Act sets out the offences to which the notification scheme applies. 

Paragraph 44 amends section 41 to apply the scheme to the new offence of entering or 

remaining in a designated area (as provided for in section 4).  

221  Under section 49 of the 2008 Act, an RTO is required to re-notify the information specified in 

section 47(2) on an annual basis. The effect of new section 49(1)(ba), inserted by paragraph 

46(2)(b), is to re-set the clock in a case where an RTO has re-notified the section 47(2) 

information in accordance with new section 48A of the 2008 Act (as inserted by Section 12(4)). 
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222  Section 50 of the 2008 Act describes how and where a person is required to notify information 

to the police under the provisions relating to initial notification, notification of change, 

periodic re-notification and notification on return after absence from the UK. Section 50(2) 

provides that the person must notify by attending a police station in the person’s local police 

area (as defined in section 51) and making an oral notification to a police officer or other 

person authorised by the officer in charge of the station. Paragraph 47 amends section 50 to 

provide that this method of notification also applies to a notification of changes to financial 

information and identification documents under new section 48A. 

223  Under section 54 of the 2008 Act, failure without reasonable excuse to comply with any of the 

notification requirements, or providing false information in relation to any of the 

requirements, constitutes an offence (subject to a maximum penalty of five years’ 

imprisonment). Section 54(4) provides that the offence of failing to give a notification 

continues throughout the period during which the required notification is not given, but a 

person cannot be prosecuted more than once for the same failure. The amendments made to 

section 54 by paragraph 48 provides for this offence to apply to a failure to comply with the 

requirements of new section 48A and to the provision of false information in relation to those 

requirements.  

224  The notification period continues to run whilst an RTO is outside the UK. Section 55 of the 

2008 Act sets out how the notification requirements apply in such circumstances. Paragraph 

49 amends section 55 consequential upon the provisions in section 12(5); it provides that the 

requirement on an RTO to periodically re-notify his or her details does not apply during a 

period he or she is absent abroad (section 56 provides for re-notification following an absence 

abroad). 

225  Section 56 of the 2008 Act provides that a person must within three days of their return from 

abroad, provided his or her notification period has not expired, make a full notification to the 

police (of all the information listed in section 47(2)) if, amongst other things, there has been 

any change to the information last given to the police. Paragraph 50 amends section 56 so that 

the re-notification requirement applies where there has been any change to the information 

about the RTO’s banking details or identification documents since last notified in accordance 

with new section 48A.   

226  Section 52(1) of the 2008 Act provides a power for the Secretary of State to make regulations 

setting out additional notification requirements for persons subject to the notification scheme 

in relation to foreign travel. Regulation 3(1) of the Counter-Terrorism Act 2008 (Foreign Travel 

Notification Requirements) Regulation 2009 (SI 2009/2493) requires an RTO to notify the 

police in advance if he or she intends to leave the United Kingdom for a period of three days 

or more. Such a notification must include, amongst other things, the date of departure, the 

country the RTO is travelling to and the point of arrival in that country. Paragraph 51(1)(a) 

amends regulation 3(1) so that an RTO must notify the police of any intended travel outside 

the United Kingdom whatever the duration.  

227  Regulation 4 of the 2009 Regulations specifies the minimum period prior to travel when such 

notifications must be made. Where the travel arrangements are not known seven days prior to 

travel or subsequently change, a notification must be made at least 24 hours before departure. 

Paragraph 51(1)(b) amends regulation 4 to reduce this minimum period to 12 hours. 

228  Regulation 5 of the 2009 Regulations requires a person to whom the notification requirements 

apply who leaves the United Kingdom for a period of three days or more to notify the police 

of the date of their return and the point of their arrival in the United Kingdom within three 

days of their return (if they did not notify this information before leaving the United 

Kingdom). Paragraph 51(1)(c) amends regulation 5 so that it applies to a person who leaves 

the United Kingdom for any period of time instead of only for periods of three days or more. 

http://www.legislation.gov.uk/uksi/2009/2493/pdfs/uksi_20092493_en.pdf
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Section 23: Notification requirements: transitional provisions 

229  This section makes transitional provisions in respect of the changes to the notification scheme 

for terrorist offenders made by sections 12 and 13. 

230  Subsections (1) and (2) provide that such changes apply to terrorist offenders made subject to 

the notification requirement before or after the coming into force of sections 12 and 13. For 

those already subject to the notification requirements on the commencement data, this is 

subject to the provisions in subsections (3) to (7).  

231  An offender who is already subject to the notification requirements when the provisions come 

into force who has a sole or main residence in the United Kingdom must provide the police 

with all the information required to be notified under section 47 of the 2008 Act (that is, re-

notify the existing information required to be notified by that section (see paragraph 84 above) 

and the additional information required to be notified as a result of the provisions in section 

12) (subsections (3) and (4)) within three months from the commencement date. Where the 

offender who is already subject to the notification requirements does not have a sole or main 

residence in the United Kingdom and so is required to re-notify weekly, the RTO must do so 

for the first time within seven days of the provisions coming into force. Failure to apply with 

these requirements constitutes an offence contrary to section 54(1) of the 2008 Act.  

232  The (re-)notification of the information required by section 47 of the 2008 Act, as amended by 

section 12, will re-set the clock in terms of determining when the next annual re-notification is 

to take place. 

233  Where an individual has not made his or her initial notification as required by section 47 by 

the date section 12 comes into force, he or she will be required to notify all the information 

required to be notified by section 47, as amended by section 12, within three days of the date 

the notification requirement takes effect (usually the date the individual is released from 

custody). Failure to comply with the initial notification requirements in section 47 (as 

augmented by section 12) is an offence contrary to section 54(1) of the 2008 Act. 

234  An RTO is required to re-notify his or her details to the police on an annual basis (by virtue of 

section 49 of the 2008 Act). Where this annual re-notification takes place, in the case of an RTO 

with a sole or main residence in the United Kingdom, within three months of commencement 

of section 12 or, in the case of a homeless RTO, within one week of commencement of section 

12, the RTO will be required to provide the additional information at that point, accordingly 

the requirement in subsections (3) and (4) will not apply in such a case (subsection (5)). The 

(re-)notification of the information required by section 47, as amended by section 12, will re-

set the clock in terms of determining when the next annual re-notification is to take place. 

235  Paragraph 51 of Schedule 4 amends regulation 3(1) of the Counter-Terrorism Act 2008 

(Foreign Travel Notification Requirements) Regulation 2009 (SI 2009/2493) so that an RTO 

must notify the police of any intended travel outside the United Kingdom rather than, as now, 

any intended travel outside the United Kingdom for a period of three days or more. 

Subsection (7) of this section provides that this revised requirement does not apply in a case 

where the intended date of departure is seven or fewer days after the commencement date.    

Section 25: Other transitional provisions 

236  Subsections (1) and (2) provides that the changes to certain terrorism offences (sections 1, 2, 3, 

5 and 6) and the sentencing provisions in sections 7 and 8 do not have retrospective effect. 

237  Subsection (3) provides that the changes to extended determinate sentences and sentences for 

offenders of particular concern in England and Wales made by section 9, and those made by 

section 10 to extended sentences in Scotland, apply to an offender sentenced on or after the 

date that the section comes into force, including in cases where the relevant offence was 

committed prior to commencement. 
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238  Subsection (4) provides that the changes made by section 9, and the consequential 

amendments in Part 1 of Schedule 4, apply only to an offender sentenced for an offence 

committed on or after the date that the section comes into force for the purposes of sections 

225 and 226 of the 2003 Act and sections 219 and 221 of the Armed Forces Act 2006 which 

makes provision for life sentences for certain dangerous offenders.  

239  Subsection (5) provides that the changes to extended custodial sentences in Northern Ireland 

made by section 11, apply to an offender sentenced for an offence committed on or after the 

date that the section comes into force. 

240  The effect of subsection (6) is that a court may make an SCPO in respect of a person convicted 

of a relevant terrorism offence or conduct carried out prior to the commencement of section 

14. 

241  Subsections (7) and (8) provide that the amendments made by Schedule 2 extending the 

duration, from two to five years, of a national security determination in respect of the 

retention of biometric material only applies to determinations made or renewed after 

commencement. 

242  Subsection (9) provides that the powers in Schedule 3 to stop, question, search and detain a 

person at a port or the border area in Northern Ireland for the purpose of determining 

whether that person is or has been engaged in hostile activity are exercisable in respect of 

hostile acts commissioned, prepared or instigated prior to commencement of Schedule 3. 

Commencement 
243  Section 27(1) provides for section 21 (terrorism reinsurance), the general provisions in sections 

23(2) to (7), 26, 27 and 28 (consequential amendments, extent, commencement and short title) 

and paragraph 19 of Schedule 4 to come into force on Royal Assent. 

244  Section 27(3) provides for the following provisions to come into force two months after Royal 

Assent: 

• Sections 1 to 6 (terrorist offences); 

• Sections 7 to 14 and Schedule 1 (punishment and management of terrorist 

offenders); 

• Section 15 (traffic regulation); 

• Section 20 (persons vulnerable to being drawn into terrorism); 

• Sections 23 and 24, Parts 1, 2 and 4 of Schedule 4 and paragraph 27 of Part 3 of 

Schedule 4 (transitional provisions and minor and consequential amendments). 

245  The remaining provisions will be brought into force by commencement regulations made by 

the Secretary of State (Section 27(2)). 
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Related documents 
246  The following documents are relevant to the Act and can be read at the stated locations: 

• CONTEST, the United Kingdom’s Strategy for Countering Terrorism, HM 

Government, 4 June 2018;  

• Proscribed Terrorist Organisations, Home Office, 22 December 2017;  

• Operation of police powers under the Terrorism Act 2000 and subsequent 

legislation: Arrests, outcomes, and stop and search, Great Britain, quarterly 

update to September 2018, Home Office Statistical Bulletin 29/18. 

• Northern Ireland Terrorism Legislation: Annual Statistics 2017/18, Northern 

Ireland Office, November 2018; 

• Prevent duty guidance, Home Office/Scottish Government, July 2015; 

• Individuals referred to and supported through the Prevent programme, April 

2017 to March 2018, Home Office Statistical Bulletin 31/18; 

• The Terrorism Acts in 2015, David Anderson QC, Independent Reviewer of 

Terrorism Legislation, December 2016; 

• The Government Response to the Annual Report on the Operation of the 

Terrorism Acts in 2015 by the Independent Reviewer of Terrorism Legislation, 

July 2017, Cmnd 9489; 

• The Terrorism Acts in 2016, Max Hill QC, Independent Reviewer of Terrorism 

Legislation; 

• The Terrorism Acts in 2017, Max Hill QC, Independent Reviewer of Terrorism 

Legislation; 

• Biometric Commissioner annual report 2017; 

• Overarching impact assessment; 

• Policy equality statement; 

• ECHR memoranda; 

• Delegated powers memorandum; 

• “Keeling Schedule” (showing relevant sections of other Acts as they would be 

amended by this Act). 

  

https://www.gov.uk/government/publications/counter-terrorism-strategy-contest-2018
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/670599/20171222_Proscription.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/762046/police-powers-terrorism-sep2018-hosb2918.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/754428/NI_Terrorism_Legislation_Annual_Statistics_201718.pdf
https://www.gov.uk/government/publications/prevent-duty-guidance
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/763254/individuals-referred-supported-prevent-programme-apr2017-mar2018-hosb3118.pdf
https://terrorismlegislationreviewer.independent.gov.uk/annual-report-official-teaser/
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/630771/60502_Cm_9489_Accessible.pdf
https://terrorismlegislationreviewer.independent.gov.uk/wp-content/uploads/2018/01/Terrorism-Acts-in-2016.pdf
https://terrorismlegislationreviewer.independent.gov.uk/wp-content/uploads/2018/10/The_Terrorism_Acts_in_2017.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714054/CCS207_CCS0518559084-1_Biometrics_Commissioner_s_ARA_FINAL_WEB_version.pdf
https://www.gov.uk/government/publications/counter-terrorism-and-border-security-bill-2018-overarching-documents
https://www.gov.uk/government/publications/counter-terrorism-and-border-security-bill-2018-overarching-documents
https://www.gov.uk/government/publications/counter-terrorism-and-border-security-bill-2018-overarching-documents
https://www.gov.uk/government/publications/counter-terrorism-and-border-security-bill-2018-overarching-documents
https://www.gov.uk/government/publications/counter-terrorism-and-border-security-bill-2018-overarching-documents
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Annex A – Glossary 
 

ATTRNs Anti-Terrorism Traffic Regulation Notices 

ATTROs Anti-Terrorism Traffic Regulation Orders 

ECS Extended custodial sentence  

EDS Extended determinate sentence  

LASPO Act Legal Aid, Sentencing and Punishment of 

Offenders Act 2012 

PACE Police and Criminal Evidence Act 1984 

RTO Registered terrorist offender 

SCPO Serious Crime Prevention Order 

SOPC Sentences for offenders of particular concern 

The 1984 Act Road Traffic Regulation Act 1984 

The 1993 Act Reinsurance (Acts of Terrorism) Act 1993 

The 1995 Act Criminal Procedure (Scotland) Act 1995 

The 2000 Act Terrorism Act 2000 

The 2003 Act Criminal Justice Act 2003 

The 2004 Act Domestic Violence, Crime and Victims Act 2004 

The 2006 Act Terrorism Act 2006 

The 2007 Act Serious Crime Act 2007 

The 2008 Act Counter-Terrorism Act 2008 

The 2008 Order Criminal Justice (Northern Ireland) Order 2008 

The 2011 Act Terrorism Prevention and Investigation 

Measures Act 2011 

The 2012 Act Protection of Freedoms Act 2012 

The 2015 Act Counter-Terrorism and Security Act 2015 

TPIMs Terrorism Prevention and Investigation 

Measures 

TRNs Traffic Regulation Notices 

TROs Traffic Regulation Orders 
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Annex B – Biometric Material Retention Schedule  
Biometric retention periods as defined under Part 5 of PACE  

Individuals convicted of an offence 

 

Situation 

 

 

Fingerprint & DNA Retention Period 

 

Adult convicted (including cautions) of any 

recordable offence 

Indefinite 

Under 18 convicted (including cautions, 

reprimands and final warnings) of a qualifying 

offence 

Indefinite 

Under 18 convicted of a minor offence 

 

1st conviction: Five years (plus length of any 

custodial sentence), or indefinite if the custodial 

sentence is five years or more. 

2nd conviction: indefinite 

 

Individuals not convicted of an offence 

 

Situation 

 

 

Fingerprint & DNA Retention Period 

Any age charged with but not convicted of a 

qualifying offence 

 

 

Three years + two year extension if granted by 

District Judge (or indefinite if previously 

convicted of a recordable offence which is not 

excluded) 

Any age arrested for but not charged with a 

qualifying offence 

 

Three years if granted by Biometrics 

Commissioner + two year extension if granted 

by District Judge (or indefinite if previously 

convicted or a recordable offence which is not 

excluded) 

Any age arrested for or charged with a minor 

offence 

 

None (or indefinite if there is a previous 

conviction for a recordable offence which is not 

excluded) but speculatively searched against 

National DNA Database and national 

fingerprint database  

Penalty Notice for Disorder Two years 

 

Source: National Police Chiefs’ Council, ACRO Criminal Records Office, Retention Schedule 

  

https://www.acro.police.uk/acro_std.aspx?id=697
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Annex C – Territorial extent and application in the 

United Kingdom 
247  Subject to certain exceptions (see paragraph 18 above), the provisions of the Bill extend and 

apply to England and Wales, Scotland and Northern Ireland. 

 

Provision Extends 

to E & W 

and 

applies to 

England? 

Extends 

to E & W 

and 

applies to 

Wales? 

Extends 

and 

applies to 

Scotland? 

Extends and 

applies to 

Northern 

Ireland? 

Section 1 Yes Yes Yes Yes 

Section 2 Yes Yes Yes Yes 

Section 3 Yes Yes Yes Yes 

Section 4 Yes Yes Yes Yes 

Section 5 Yes Yes Yes Yes 

Section 6  Yes Yes Yes Yes 

Section 7 Yes Yes Yes Yes 

Section 8 In part In part In part In part 

Section 9 Yes Yes No No 

Section 10 No  No Yes No 

Section 11 No No No Yes 

Section 12 Yes Yes Yes Yes 

Section 13 Yes Yes Yes Yes 

Section 14 In part In part In part In part 

Section 15 Yes Yes Yes  No 

Section 16 Yes Yes Yes Yes 

Section 17 Yes Yes Yes Yes 

Section 18 Yes Yes Yes Yes 

Section 19 In part In part In part In part 

Section 20 Yes Yes Yes No 

Section 21 Yes Yes Yes No 

Section 22 Yes Yes Yes Yes 

Schedule 1 Yes Yes Yes Yes 

Schedule 2 In part In part In part In part 

Schedule 3 Yes Yes Yes Yes 

Schedule 4 In part In part In part In part 
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Annex D – Hansard references 
248  The following table sets out the dates and Hansard references for each stage of the Bill’s 

passage through Parliament. 

Stage Date Hansard Reference 

House of Commons 

Introduction 6 June 2018 Vol. 642, Col 313  Bill 219 (as introduced) 

Second Reading 11 June 2018 Vol. 642, Col 630 

Public Bill Committee – 1st sitting 26 June 2018 Vol. 643, Col 1 

Public Bill Committee – 2nd sitting 26 June 2018 Vol. 643, Col 35  

Public Bill Committee – 3rd sitting 28 June 2018 Vol. 643, Col 65 

Public Bill Committee – 4th sitting 3 July 2018 Vol. 644, Col 85 

Public Bill Committee – 5th sitting 3 July 2018 Vol. 644, Col 121 

Public Bill Committee – 6th sitting 5 July 2018 Vol. 644, Col 167 

Public Bill Committee – 7th sitting 10 July 2018 Vol. 644, Col 203 

Report and Third Reading 11 September 2018 Vol. 646, Col 654  Bill 249 (as amended 

in Committee) 

House of Lords 

Introduction 12 September 2018 Vol. 792, Col 2316  HL Bill 131 (as 

introduced) 

Second Reading 9 October 2018 Vol. 793, Col 14 

Committee – 1st sitting 29 October 2018 Vol. 793, Col 1127 

Committee – 2nd sitting 31 October 2018 Vol. 793, Col 1363 

Committee – 3rd sitting 12 November 2018 Vol. 793, Col 1697 

Committee – 4th sitting 14 November 2018 Vol. 793, Col 1887 

Report – 1st sitting 3 December 2018 Vol. 794, Col 821  HL Bill 142 (as 

amended in Committee) 

Report – 2nd sitting 17 December 2018 Vol. 794, Col 1622 

Third Reading 15 January 2019 Vol. 795, Col 137  HL Bill 153 (as 

amended on Report) 

Commons Consideration of Lords 

Amendments 

22 January 2019 Vol. 653, Col 167 

Royal Assent 12 February 2019 Vol. 795, Col 1735 

 

  

https://hansard.parliament.uk/Commons/2018-06-06/debates/2663C121-D49C-437A-9F08-52F1A88CF73D/Speaker%E2%80%99SStatement
https://publications.parliament.uk/pa/bills/cbill/2017-2019/0219/18219.pdf
https://hansard.parliament.uk/commons/2018-06-11/debates/4DB29D1C-094F-4AC1-B2B6-4F13351A25A0/Counter-TerrorismAndBorderSecurityBill#contribution-ECD8EA55-7A56-4847-97BC-F469170EF6ED
https://hansard.parliament.uk/Commons/2018-06-26/debates/43910eef-63a2-4757-9ea5-7276e3244077/Counter-TerrorismAndBorderSecurityBill(FirstSitting)
https://hansard.parliament.uk/Commons/2018-06-26/debates/a2d24560-1b1b-475c-bbb6-b7100b3e6aaa/Counter-TerrorismAndBorderSecurityBill(SecondSitting)
https://hansard.parliament.uk/commons/2018-06-28/debates/7adbe2a6-43f2-4b25-9f6e-cd8a888b6321/Counter-TerrorismAndBorderSecurityBill(ThirdSitting)
https://hansard.parliament.uk/Commons/2018-07-03/debates/688f5ba6-a0bb-41b4-843b-70269d49c0ed/Counter-TerrorismAndBorderSecurityBill(FourthSitting)
https://hansard.parliament.uk/Commons/2018-07-03/debates/3c690e8c-f1c6-4183-bd35-875d9882f1d9/Counter-TerrorismAndBorderSecurityBill(FifthSitting)
https://hansard.parliament.uk/commons/2018-07-05/debates/85425f6d-a4d7-47b9-877f-598a818dd766/Counter-TerrorismAndBorderSecurityBill(SixthSitting)
https://hansard.parliament.uk/commons/2018-07-10/debates/f8f9d957-45d2-4eeb-9b06-b755b2dd368e/Counter-TerrorismAndBorderSecurityBill(SeventhSitting)
https://hansard.parliament.uk/commons/2018-09-11/debates/156B51AC-2504-442B-BEE4-02B6E2FBB5D5/Counter-TerrorismAndBorderSecurityBill#debate-3600119
https://publications.parliament.uk/pa/bills/cbill/2017-2019/0249/18249.pdf
https://publications.parliament.uk/pa/bills/cbill/2017-2019/0249/18249.pdf
https://hansard.parliament.uk/Lords/2018-09-12/debates/26181B4C-34F7-48A1-9B78-58FF87ED39FA/Counter-TerrorismAndBorderSecurityBill
https://publications.parliament.uk/pa/bills/lbill/2017-2019/0131/18131.pdf
https://publications.parliament.uk/pa/bills/lbill/2017-2019/0131/18131.pdf
https://hansard.parliament.uk/lords/2018-10-09/debates/CA7B3472-36D0-4A16-9AE0-139CCD721A7B/Counter-TerrorismAndBorderSecurityBill
https://hansard.parliament.uk/lords/2018-10-29/debates/CABA82C9-D85F-41A2-A711-F01610E5305F/Counter-TerrorismAndBorderSecurityBill
https://hansard.parliament.uk/lords/2018-10-31/debates/8D5F187D-945E-46A7-8602-D62F2B3E1A65/Counter-TerrorismAndBorderSecurityBill
https://hansard.parliament.uk/Lords/2018-11-12/debates/6777BAC0-F7EB-410C-A2F8-D8B6B77E9EE2/Counter-TerrorismAndBorderSecurityBill
https://hansard.parliament.uk/lords/2018-11-14/debates/97C7EB47-5803-4879-8A5E-3FFE3B19288C/Counter-TerrorismAndBorderSecurityBill
https://hansard.parliament.uk/lords/2018-12-03/debates/F5553B52-F09B-4DDB-9728-F3E3EE50EC48/Counter-TerrorismAndBorderSecurityBill
https://publications.parliament.uk/pa/bills/lbill/2017-2019/0142/18142.pdf
https://publications.parliament.uk/pa/bills/lbill/2017-2019/0142/18142.pdf
https://hansard.parliament.uk/lords/2018-12-17/debates/A45EE86B-0D09-472D-BF99-D64DDF9D5D20/Counter-TerrorismAndBorderSecurityBill
https://hansard.parliament.uk/lords/2019-01-15/debates/F57D06E8-9E21-45AA-93F7-DC74696A33EE/Counter-TerrorismAndBorderSecurityBill
https://publications.parliament.uk/pa/bills/lbill/2017-2019/0153/18153.pdf
https://publications.parliament.uk/pa/bills/lbill/2017-2019/0153/18153.pdf
https://hansard.parliament.uk/commons/2019-01-22/debates/BEE0385D-EC2F-4222-917E-273430ED2924/Counter-TerrorismAndBorderSecurityBill
https://hansard.parliament.uk/lords/2019-02-12/debates/AD2C3F85-BF9B-4D45-A646-C2A532226BB8/RoyalAssent
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Annex E – Progress of Bill Table 
249  This Annex shows how each section and Schedule of the Act was numbered during the 

passage of the Bill through Parliament. 

Section of the 

Act 

Bill as 

Introduced in 

the 

Commons 

Bill as 

amended in 

Committee in 

the 

Commons 

Bill as 

amended in 

Report in the 

Commons 

Bill as 

introduced in 

the Lords 

Bill as 

amended in 

Committee in 

the Lords 

Bill as 

amended on 

Report in the 

Lords 

Section 1 Clause 1 Clause 1 Clause 1 Clause 1 Clause 1 Clause 1 

Section 2 Clause 2 Clause 2 Clause 2 Clause 2 Clause 2 Clause 2 

Section 3 Clause 3 Clause 3 Clause 3 Clause 3 Clause 3 Clause 3 

Section 4   Clause 4 Clause 4 Clause 4 Clause 4 

Section 5 Clause 4 Clause 4 Clause 5 Clause 5 Clause 5 Clause 5 

Section 6 Clause 5 Clause 5 Clause 6 Clause 6 Clause 6 Clause 6 

Section 7 Clause 6 Clause 6 Clause 7 Clause 7 Clause 7 Clause 7 

Section 8 Clause 7 Clause 7 Clause 8 Clause 8 Clause 8 Clause 8 

Section 9 Clause 8 Clause 8 Clause 9 Clause 9 Clause 9 Clause 9 

Section 10 Clause 9 Clause 9 Clause 10 Clause 10 Clause 10 Clause 10 

Section 11 Clause 10 Clause 10 Clause 11 Clause 11 Clause 11 Clause 11 

Section 12 Clause 11 Clause 11 Clause 12 Clause 12 Clause 12 Clause 12 

Section 13 Clause 12 Clause 12 Clause 13 Clause 13 Clause 13 Clause 13 

Section 14 Clause 13 Clause 13 Clause 14 Clause 14 Clause 14 Clause 14 

Section 15 Clause 14 Clause 14 Clause 15 Clause 15 Clause 15 Clause 15 

Section 16     Clause 16 Clause 16 

Section 17 Clause 15 Clause 15 Clause 16 Clause 16 Clause 17 Clause 17 

Section 18 Clause 16 Clause 16 Clause 17 Clause 17 Clause 18 Clause 18 

Section 19 Clause 17 Clause 17 Clause 18 Clause 18 Clause 19 Clause 19 

Section 20 Clause 18 Clause 18 Clause 19 Clause 19 Clause 20 Clause 20 

Section 21 Clause 19 Clause 19 Clause 20 Clause 20 Clause 21 Clause 21 

Section 22 Clause 20 Clause 20 Clause 21 Clause 21 Clause 22 Clause 22 

Section 23 Clause 21 Clause 21 Clause 22 Clause 22 Clause 23 Clause 23 

Section 24 Clause 22 Clause 22 Clause 23 Clause 23 Clause 24 Clause 24 

Section 25 Clause 23 Clause 23 Clause 24 Clause 24 Clause 25 Clause 25 

Section 26 Clause 24 Clause 24 Clause 25 Clause 25 Clause 26 Clause 26 
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